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1. Introduction

The governments of Iraq and other Middle Eastern 
countries have been working tirelessly for years to remove 
corruption, protect the integrity of their institutions, and 
build strong institutions for administering their countries. 
Governments in these countries are aware that corruption 
can thwart reforms and undermine public trust. Reforming 
their constitutions and laws, as well as adopting the United 
Nations Convention Against Corruption, have been effective 
ways for certain countries to rid themselves of corruption. 
Others, on the other hand, work to improve integrity and 
combat corruption throughout the Middle East and the 

rest of the world. Proactively managing corruption risks, 
increasing legal guarantees for integrity controls on gov-
ernment spending, and boosting accountability actors like 
internal and external financial reporting and anti-corruption 
authorities are all important to protect public sector integ-
rity. According to the study, this is the case. As outlined 
by the Organization for Economic Cooperation and Devel-
opment (OECD), transparent and responsible governments 
require excellent risk management and independent internal 
audit operations [1].

The integrity of financial reporting and adherence to 
laws, regulations, and policies necessitate internal control 
systems. Therefore, research on the explanation of the impact 
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In the research, the importance of infor-
mation technology (IT) in the corporate 
financial reporting under financial risks by 
applying a current strategy is explored. It 
is essential for the company to have up-to-
date accounting information systems that 
are able to meet its standards in order for 
it to be able to produce an accurate exter-
nal financial report. In the current investi-
gation, the utilization of accounting infor-
mation systems (with a focus on Relevance, 
Reliability, and Information Security) 
helped to reduce the potential for monetary 
loss. A questionnaire was developed and 
distributed to the research sample, which 
included personnel who worked as financial 
managers, sales teams, internal auditors, 
and employees working in the information 
systems departments of the company. This 
was done in order to meet the objectives 
of the study and fulfill the requirements of 
the research sample. There have been no 
instances of delayed projects as a result of 
administrative or financial corruption, and 
a Denominator-based variable that is per-
tinent to this assumption is that there have 
been no such delays (0.33). Both Err's stan-
dard deviation (00) and the primary score 
are under tight control at the level of finan-
cial reporting (Logic processing) that we 
are now operating at 3.061. Utilizing a sta-
tistical tool allowed for the examination 
of data as well as analytical hypotheses. 
According to the findings of the study, there 
is a significant impact on the effectiveness 
of accounting information systems due to 
the risks posed by computerized financial 
reports. According to the findings, addition-
al research ought to be done on methods that 
can boost accounting control efficiency, and 
asset protection programs in order to mini-
mize control risks
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of electronic financial reporting was evaluated using a com-
puterized method.

Thus, employing a modern approach in the application of 
information technology (IT) in the financial reporting of the 
information costing under financial risks by the implementa-
tion of modern systems is of scientific relevance [2]. 

2. Literature review and problem statement

Financial reports should play an important role in gov-
ernment units managing public spending and preventing 
illegal practices by local government administrations, which 
is why this study is so important: it demonstrates the neces-
sity of monitoring public expenditure and the impact it has 
on the federal budget. An in-depth look at the most pressing 
issues facing internal audit departments is presented here in 
an effort to alert key players to the need to improve the effi-
ciency and effectiveness of these departments in their efforts 
to safeguard public monies from corruption.

Regardless of whether the business is public, govern-
mental, or private, financial reports are a crucial tool that 
departments can use to assist them to reach their goals. In 
order to achieve its objectives and those of the organization 
it serves, financial reporting must adhere to professional 
standards and avoid conflicts of interest. Corruption has 
been rampant throughout Iraq’s ministries and units since 
2003, despite the defunct Coalition Authority’s decision to 
form the Integrity Commission and the offices of Inspector 
General Nos. 55 and 57, as well as provincial anti-corruption 
committees. There are no ideal solutions, yet corruption is 
still an issue. Numerous academics in this field believe that 
the lack of a genuine desire by political elites to deal with 
this failure is the reason for the continued rise in public 
spending between 2003 and 2020, particularly for the refer-
ral of general contracting and strategic projects without the 
presence of tangible services on the ground [3].

Regulatory agencies’ ability to detect financial irregu-
larities and a concerted effort to identify and diagnose the 
causes of corruption are two of the most critical tools in the 
fight against financial and administrative corruption, both 
of which must be developed as part of a comprehensive strat-
egy. What is the role of financial reports in government units 
monitoring and limiting the level of corruption on public 
funds Iraq’s financial reporting procedures and the most sig-
nificant obstacles to public finance regulation and the reduc-
tion of illegal abuses by local government administrations in 
the governorates are at the center of this investigation. This 
takes into account the need for a steward who is capable of 
dealing with this situation in accordance with the theory of 
the agent’s self-interest. When it comes to describing how an 
auditor interacts with a company, we currently accept the 
stewardship model [4].

There can be no private sector ownership or management 
for a company to be recognized as public sector; rather the 
federal government has to set it up and run it on behalf of 
the general public. The public sector is made up of organiza-
tions whose operations are regulated by the federal and state 
governments, respectively. Because profit is not the major 
motivation, the public sector strives to provide services to 
the public for free or at a minimal cost. Public sector success 
can be difficult to measure, notwithstanding the absence of 
economic incentives and the difficulty of measuring intangi-
ble services [5].

Governing bodies and all agencies and organizations 
that are subject to public scrutiny or financed by the public 
sector are included in the IIA Guide 2011. Public goods 
and services can also be provided by a wide range of orga-
nizations. To help define the public sector as a notion that 
encompasses more than just the government, specific criteria 
must be defined. The core of the public sector is the basic 
government, which then comprises public agencies and in-
stitutions. In the middle of the circle are government-funded 
contractors and publicly owned businesses, but they are not 
part of the public sector [6].

With regard to Wegrich’s definition of the public sec-
tor, it includes all levels of government and state-owned 
enterprises, but excludes private businesses and volunteer 
organizations. Public sector work involves all aspects of gov-
ernment ownership and control, including the use of public 
power and the implementation of policy. Central and sub-
national government entities provide the most fundamental 
public service [7]. Some authors claimed that authority 
over state property has been known since the Babylonians. 
Anyone who tries to steal from a deity or palace, even if 
it’s just a small amount of money, will be put to death. The 
assets of temples and palaces are owned by the people who 
use them, as they are public institutions. Because of this, the 
punishment was terrible, resulting in the death penalty for 
anyone who snatched from God’s property. Article 6 of the 
Constitution, according to some experts, is the first piece of 
legislation to apply the Constitution’s prohibitions on the 
use of public funds [5].

Internal audit is an independent evaluation function 
within an organization to review activities as a service for all 
levels of management. It is envisaged that the internal audit 
unit will carry out audits and verify the methods used to 
preserve and verify assets and report on their results as part 
of its duty in ensuring the efficient use of the organization’s 
resources. The budget execution authorities’ responsibility 
for current and capital expenditures and cash flow and 
procurement procedures are the subject of financial control. 
When conducting an internal audit, the goal is to provide 
management with an in-depth look at all of the activities 
they have been responsible for managing. To ensure the 
long-term viability of any business or organization, internal 
audit units are given the authority to independently verify 
compliance with the laws and regulations in place at the 
institution [8].

According to the Institute of Internal Auditors (IIA), 
financial reporting is an objective and independent activity 
that confirms the level of control through operations, as 
well as making recommendations for improving operations 
and providing value to a company. As an added assurance 
of proper financial control in the public sector, it is required 
that each ministry and quasi-governmental entity, in addi-
tion to a government, to ensure the financial health of the 
company, will be responsible for conducting a comprehensive 
investigation of all accounting records to look for evidence of 
fraud and correct any mistakes that are discovered [9].

As stated by the Institute of Internal Auditors, finan-
cial reports provide an objective and independent means of 
evaluating and improving the efficacy of risk management, 
control, and governance processes while also adding value 
to and benefiting the business as a whole. Management and 
the audit committee receive information from internal au-
diting about the organization’s risk management practices. It 
performs the role of internal consultant in a variety of fields 



Transfer of technologies: industry, energy, nanotechnology

39

of expertise. Internal audits also add to the efficiency and 
effectiveness of governance, risk management, and control 
activities if they provide objective and adequate assurance. 
Internal audit adds to [10] through the review and formula-
tion of recommendations.

According to the findings, the public needs access to 
government financial statements in order to hold the gov-
ernment responsible. In government institutions like the 
military, police force, and the departments of transportation, 
health, and education, it is essential to maintain transparen-
cy when it comes to linking funding with program outcomes. 
The job of the internal auditors is to make sure that the 
company complies with all applicable laws and regulations. 
However, even though they are subject to internal audit 
staff financial reports on accounts, departments and regions 
of the federal government not associated with a region and 
their programs are subject to scrutiny by the Federal Office 
of Financial Supervision to see if laws passed by Congress 
and instructions issued by federal ministries or local govern-
ments have been followed [11].

As internal auditors are required to have the informa-
tion and skills necessary to fulfill their duties, the more 
efficient internal auditors are, the more likely they are to 
grasp the elements that lead to and indicate managerial bias 
in accounting entitlements and how they can be moderated. 
In addition, if management has reason to believe that the 
competent IAF is examining its accounting decisions, it has 
less incentive to aggressively manage earnings. Executive 
management in the public sector must have reasonable as-
surances that the internal control system can prevent or dis-
cover any large inaccurate transactions, according to SAS 
No. 65 [12]. However, if it is incomplete or not permitted, it 
can be deleted. Asset protection, risk management, and the 
establishment’s policies are all examined for faults. As high-
lighted by [13], the complexity of the internal control system 
is directly related to the scope of government internal audits. 
Internal control systems can also help to ensure that the 
organization’s aims and objectives are met, as well. In 2003, 
the Board of Governors of the US Federal Reserve System 
adopted a supplementary policy statement on the internal 
audit function and outsourcing. Internal audits should iden-
tify significant overall control concerns as part of risk assess-
ment processes and analyze the overall impact of such issues 
on the enterprise risk profile in order to provide assurance 
that the facility will comply with rules, instructions, laws, 
policies and plans. Additional audit coverage is expected in 
the business operations that represent the largest risk to the 
company [14].

Internal control was initially described by the American 
Institute of Certified Public Accountants (AICPA) as a 
strategy, means, and other coordinated methods of the insti-
tution to safeguard its assets and ensure the confidentiality 
and reliability of data, as well as to improve its effectiveness 
and ensure stable management policies. As a result, control’s 
meaning has changed over time. Internal control systems 
have been referred to as a means of safeguarding the integ-
rity and growth of the institution’s assets as of today. The 
COSO model was introduced in 1992 and deals with risk 
and internal control concepts. It was not only accounting 
errors and the application of methods to prevent them that 
were covered by the concept of internal control, but also ar-
eas of management and other control procedures [15].

Internal control and internal audit specialists’ profes-
sional development. Auditing professionals in the Middle 

East and North Africa need to have their competence val-
idated by professional organizations and other activities 
aimed at enhancing their skills. Specific procedures must 
be implemented in some countries in order to deal with the 
issues of high turnover of employees and a lack of technical 
experience in audit methods. Observers and auditors in the 
public sector must be recruited through specialized channels 
and compensated appropriately if they are to maintain their 
current levels of expertise and advance their careers. When 
it comes to financial reporting, internal auditors need to 
keep up with the newest advancements and adapt worldwide 
financial reporting standards and methodologies to reflect 
local norms [16].

Performance audits that focus on economics, efficiency, 
and effectiveness, government policies and programs aimed 
at finding deviations from defined targets, as well as detect-
ing fraud and corruption concerns, are examples of areas 
where professional judgment is crucial. The Organization for 
Economic Co-operation and Development (OECD) released 
a report in 2017. Internal audit and control are not always 
sufficient management tools, and this must be recognized. 
Accounting and governance systems are only as good as 
their ability to account for them. Internal control and audit 
functions must be integrated with organizational gover-
nance reforms such as strategic planning, accounting, bud-
geting, a medium-term spending framework (such as capital 
expenditures), procurement, and reporting [17].

In the corporate world, there are various versions of the 
public sector. Since the transition from the communist sys-
tem to the market economy has led to a shift in the activity 
of internal control over the activity of public institutions, 
there is no market economy outside of the public sector. 
Unlike external auditors, who are hired from outside the 
company, an internal auditor is an employee of the com-
pany’s management team. The internal control system has 
been examined by an independent department created by 
the company’s management. In order for internal audit to be 
effective, it must be manned by persons who are well-trained 
and well-funded.

General budget directives provided by the Ministry 
of Finance upon the passage of the state’s general budget 
are implemented by the government machinery in all state 
ministries, regardless of whether it is a current or invest-
ment budget. To create current accounts with government 
banks, Iraq’s local governments, sovereign ministries, and 
their subordinate units must first receive approval from the 
Ministry of Finance to deposit funds from their respective 
budgets, according to Al-Awad (2019). Pre-disbursement 
audits by the internal audit guarantee that funds are spent 
in accordance with the approved allocations and that regular 
records are maintained, as well as that the monthly and final 
audit balances are accurate [18].

Regardless of whether they are local governments or 
federal ministries, all government entities receiving finan-
cial support from the federal government must open current 
and investment accounts, as well as income and trust funds. 
The primary units’ current and investment accounts are 
funded by the Accounting Department – Monetary Affairs 
Department. According to the branches’ current system, the 
major units provide funding to the sub-units. Then, the sub-
units transmit their monthly accounts, which are combined 
into a consolidated monthly account, which the Accounting 
Department receives and tries to match with the state’s 
monthly account [19].
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Transparency in the government’s budget is a necessity, 
but it is not sufficient in and of itself to improve government 
accountability. Stakeholders’ ability to hold the government 
accountable for policy goals may be limited by the limited 
involvement of the cabinet in the examination and approval 
of budget standards, and by the comparatively limited focus 
of the legislature during the budget negotiations on the 
extent to which budget allocations are tied to government 
programs. There must be accountability for participation in 
the budget process in order to guarantee that the budget not 
only reflects local needs, but also participation in monitor-
ing and assessment [20].

The development of systems and methods for monitor-
ing and compiling financial data is linked to financial and 
administrative corruption. Its mission, examination and fi-
nancial reports are not simple, but rather require vast armies 
from all state and society organizations, as well as proper ac-
counting systems that are defined by accurate management 
of accounting [21]. The allocation of available resources with 
the maximum possible efficiency and an effective tool to 
limit the manifestations of corruption and therefore achieve 
economic development are two important aspects of corrup-
tion by passed financial reports. Inadequacy and excess are 
hidden in the financial data and reports that are tradition-
ally scrutinized, which could prevent scarce resources from 
being distributed rationally and hinder the achievement of 
economic unit and state objectives. Because of its overall 
budgets since 2003, Iraq has suffered from administrative 
and financial corruption in the public sector, particularly in 
the local governments in the governorates.

Therefore, the main problem of the current study is to 
analyze the incorporation of financial reporting based on 
information technology.

3. The aim and objectives of the study

The aim of the study is to analyze the financial reporting 
under financial risks using the technical method (IT) along 
with the mathematical model.

To achieve this aim, the following objectives are accom-
plished:

– to investigate the reliability based on the modern 
method of financial reporting;

– to predict financial risks based on the IT approach;
– to explain the information technology and its role in 

the general risk assessment;
– to analyze the corporate financial reporting (Logic 

processing).

4. Materials and methods 

4. 1. Programmed model based on information tech-
nology

For the current study, both the user and the indicator for 
the financial reporting are aware of what q is. The equation 
that is used to compute the public key is as follows, with 
d standing for the scalar variable. The data that has been 
provided will be examined in accordance with the following 
model. Two separate numbers, namely, X and Y, are utilized 
to compute that signature with the suitable derivation of 
integer LOG from a basis of comparison P (x, y) and random 
number K1:

P(Variable)=K1X+K1Y2+LOG(G).

K1 and K2 have been considered to be used as the main 
constants of the variables. Since the G value has a large value 
thus it has been used as LOG. The process has been done due 
to the two axes (X, Y).

4. 2. Computerized modeling methodology of finan�-
cial risk based on the information system 

Fig. 1 shows the mathematical model that uses computer 
programs to investigate and explore complex systems and 
an algorithmic approach. The current study consists of the 
input data of the internal financial reports, and the second 
stage is going to Analyzing based on computing. At the final 
stage, all given and gathered data are verified based on in-
formation technology.  

Fig. 1. Computing process based on information technology

According to what has been mentioned, the findings of 
this investigation will proceed via three primary stages. It 
began with the date of the financial reporting input and 
ended with the verification of the results. During that time, 
it is subjected to a suitable algorithm for processing.

5. Results of the implementation of information 
technology (IT) in financial reporting under financial 

risks

5. 1. Reliability based on the modern method of finan�-
cial reporting

To assess the reliability, the study tool for the pilot test, 
Cronbach’s Alpha was employed and the findings confirmed 
a Cronbach ‘s alpha coefficient was 0.001 for all elements, 
and the values of computerized comparison range from 0.45 
to 0.37, which implies that the findings are reliable. The 
computerized relative values of the study’s variables are 
shown in Table 1. 

Table 1

Reliability investigation based on the computerized financial 
reports approach

Function Factors
Computerized 
relative values 

Cronbach’s 
results 

electronic
Reliability of financial reports 
based on electronic systems

0.45 0.001

electronic
Impact of financial reports 

based on electronic systems
0.37 0.004

electronic
Audit risk based on elec-

tronic systems
0.54 0.003

 
  

Input data of 
financial reporting 

Analyzing based on the 
proposed algorithm 

Verification based on 
information technology 
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The computerized relative values have been gathered 
and investigated in preparation for the incorporation of 
information technology (IT) in the financial reporting 
process, which is conducted within the context of finan-
cial risks.

5. 2. Financial risks based on the information technol�-
ogy approach 

The output of the monitoring system and the commu-
nication system are shown in Table 2. In addition, the high 
coefficients of consistency and stability across all survey 
domains (above 90 %) show that the results are reliable. In 
order to make sure that it would be reliable, the question-
naire was given to a broad group of people and then analyzed 
based on their responses. The results that are shown in Ta-
ble 2. Were based on the people who responded to the survey. 
The results indicated that it has the highest value of relative 
importance of 0.663 with a standard deviation of 0.44, and 
the main score of 1, the best variable on the first axis is nu-
merator-based and relates to the existence of adequate con-
trol and transparency in the announcement of government 
tenders in accordance with the instructions in force (00). 
This shows that there is a lack of proper control and trans-
parency in government procurements, which is problematic. 
For the variable Denominator-based related to (no delayed 
projects exist because of cases of administrative and finan-
cial corruption) and with an F-statistic of 00 and the main 
score of 0.33 indicating that the sample members agree on 
the existence of government projects that are lagging due to 
cases of administrative and financial corruption, the lowest 
relative importance value is 0.43.

Table 2

Financial reports based on the denominator and numerator 
functions

Main factor 
Numera-
tor-based 

Denomina-
tor-based 

F- sta-
tistic

Value 
of P

Monitoring system 
output

0.55 334 0.44 0.33

Communication 
system output

0.7 213 00 0.34

Monitoring in-
corporation with 
communication

0.9 322 0.44 0.43

Regarding the third axis, the best variable within the 
axis was X54 and related to (there are sometimes pres-
sures from members of the Governorate Council on the 
internal audit team to pass the contractor’s predecessor 
despite the presence of legal violations) because it has 
the highest value of relative importance, which is 0.798 
with a standard deviation of 0.9362 and the main score 
of 3.988, which indicates that the sample members agreed 
that there were pressures from the members of the Gover-
norate Council on the audit team to pass the contractor’s 
advances despite the presence of legal violations. As for 
the minimum value of materiality, it is 0.768 for the vari-
able X56 related to (some governorate councils intervene 
to transfer the members of the audit team when objecting 
to legal and financial violations) and with a standard de-
viation of 1.0712 and the main score of 3.841 indicating 
that the sample members agree on the question.

5. 3. Information technology and its role in the gener�-
al risk assessment 

In terms of the fourth axis, the risk based on general 
control and financial reports-based risk was the variable. 
The internal audit team reviews the accounting records to 
ensure that the accounting entries were recorded accurately 
in terms of proof and amount due, and this risk is based on 
detection, which has a value of materiality of 0.092 with a 
standard deviation of 0.12 and the main score of 0.12. (00) 
shows that the sample members agreed that these processes 
should be carried out by the internal audit. According to the 
maximum number of repetitions, (9) is the lowest value of 
materiality (there is continuous cooperation between finan-
cial reports and integrity to reduce waste in public expendi-
tures and combat administrative and financial corruption). 
Collaboration with oversight authorities to promote an-
ti-corruption initiatives is supported by the sample members 
with a standard deviation of 0.03 as shown in Table 3.

Table 3

Risk assessment of financial reports 

Factors
Standard 
deviation

Repeti-
tion 

Mean 

Risk based on general control 0.03 3 0.09

Risk based on internal financial 
reports

0.12 9 0.99

Risk based on detection 0.092 8 0.102

The four primary criteria of risks have been processed 
and presented in Table 3, which is based on the mean, the 
standard deviation, and the repetition.

5. 4. General computerized analytics of the corporate 
financial reporting (Logic processing)

Because it has the highest relative error value of 0.03, a 
standard deviation of 0.6, and the main score of 3.2, which 
indicates a lack of agreement, the best variable on the second 
axis is standard deviation, which is related to (the procure-
ment, maintenance, and fuel committees are formed from 
three or more employees in accordance with the instructions 
for implementing the federal budget). Because they disagree 
on whether or not there is appropriate control over Err’s 
standard deviation (00) and main score (3.061), the sample 
members agreed to a number of people on procurement com-
mittees as shown in Table 4.

Table 4

Basic information about the electronic general financial risk 
systems

Items Variables 
Standard 
deviation 

Error G-value

1 Internal financial reports 00.3 00 00

2 Information system 00.6 0.03 1

3 Logic detection 00.56 00 0

4 Error detection 00 00 0.9

5 Customize internal control 00.34 0.05 0

6 Programmed software 00.3 0.09 00

A statistical technique was taken, and it was used to an-
alyze these six primary parameters. This inquiry also takes 
into account standard deviations in addition to standard er-
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ror. In addition, G-values have been taken into consideration 
for each of these factors.

6. Discussion of the implementation of information 
technology (IT) in financial reporting under financial 

risks

Both the reliability based on the current system of fi-
nancial reporting and the expected financial risks based on 
the IT approach have been explained and examined in the 
appropriate manner. This was done in order to ensure that 
the appropriate action is taken. In addition to the anticipat-
ed financial risks based on the IT strategy based on the logic 
processing. 

An examination into the reality of the situation using the 
method of computerized financial records is shown in Table 1.

Table 2 presents the results of financial reports calculat-
ed using the denominator function and the numerator func-
tion. The fundamental information pertaining to the elec-
tronic general financial risk systems is presented in Table 4.

The findings of the study are restricted to offering solu-
tions to issues concerning the manner in which financial 
reports are prepared. The proposed technique has been mod-
ified to do an incremental analysis of the input.

This study has a number of potential drawbacks, such 
as the fact that the suggested solution can only be applied 
to the particular issue that is associated with financial re-
porting.

The process of examining the data to determine the level 
of financial risk posed by the implementation of financial re-
porting has been met with a number of obstacles. In addition 
to that, utilizing a novel strategy by adopting an IT-based 
approach presents a significant obstacle.

The application of information technology (IT) in the 
financial reporting of the information costing under finan-
cial risks: utilizing a current methodology is the basis for the 
proposed solution i.

When weighed against the findings of other studies, 
this one has a number of significant advantages. It has been 

decided to use an innovative new approach that makes use of 
many forms of information technology.

The scope of this study is constrained to the examina-
tion of the particular test that will cover the risk assess-
ment for the current study. In order to do analysis on the 
data that were provided, a particular method and a fresh 
model were used.

When the data from the current study are analyzed, one 
can identify a number of problems, and a summary of these 
drawbacks can be provided as follows: implementation of 
the raw data within the proposed algorithm, which requires 
more than the trial in order to obtain the results with a min-
imum value of the error.

7. Conclusions

1. The modern method of financial reporting has been 
investigated using Cronbach’s Alpha indicator and it was 
0.001 for all elements, and the values of computerized 
comparison range from 0.45 to 0.37, which implies that the 
findings are reliable.

2. The financial prediction of the risk by using the IT 
approach has been employed and tested using Numerator 
and Denominator methods. The final results show F-sta-
tistic (00) and main score (0.33) indicating that the sample 
members agree on the existence of government projects that 
are lagging due to cases of administrative and financial cor-
ruption, the lowest relative importance value is 0.43.

3. The role of information technology in the general risk 
assessment has been done using repetition and mean for the 
main criteria (Risk assessment). As well as the accounting 
records to ensure that the accounting entries were recorded 
accurately in terms of proof and amount due, and this risk 
is based on the detection, which has a value of materiality 
of 0.092 with a standard deviation of 0.12 and the main 
score of 0.12. 

4. The corporate financial reporting (Logic processing) 
has been investigated using Err’s standard deviation with a 
value of 00 and the main score with a value of 3.061.

References

1.	 Nesterenko, O., Krutova, A., Staverska, T. (2021). Transparency of financial reporting in the conditions of modern information 

technology. Research and Innovation, 112–127.‏ Available at: http://repository.hneu.edu.ua/handle/123456789/25843

2.	 Tkachenko, V., Kwilinski, A., Korystin, O., Svyrydiuk, N., Tkachenko, I. (2019). Assessment of information technologies influence 

on financial security of economy. Journal of Security and Sustainability Issues, 8 (3), 375–385. doi: https://doi.org/10.9770/

jssi.2019.8.3(7) 

3.	 Saeidi, P., Saeidi, S. P., Sofian, S., Saeidi, S. P., Nilashi, M., Mardani, A. (2019). The impact of enterprise risk management on 

competitive advantage by moderating role of information technology. Computer Standards & Interfaces, 63, 67–82. doi: https://

doi.org/10.1016/j.csi.2018.11.009 

4.	 La Torre, M., Sabelfeld, S., Blomkvist, M., Dumay, J. (2020). Rebuilding trust: sustainability and non-financial reporting and the 

European Union regulation. Meditari Accountancy Research, 28 (5), 701–725. doi: https://doi.org/10.1108/medar-06-2020-0914 

5.	 Tan, B. S., Low, K. Y. (2019). Blockchain as the Database Engine in the Accounting System. Australian Accounting Review, 29 (2), 

312–318. doi: https://doi.org/10.1111/auar.12278 

6.	 Osadchy, E. A., Akhmetshin, E. M., Amirova, E. F., Bochkareva, T. N., Gazizyanova, Y. Y., Yumashev, A. V. (2018). Financial 

Statements of a Company as an Information Base for Decision-Making in a Transforming Economy. EUROPEAN RESEARCH 

STUDIES JOURNAL, XXI (2), 339–350. doi: https://doi.org/10.35808/ersj/1006 

7.	 Levytska, S. O., Krynychnay, I. P., Akimova, A. O., Kuzmin, O. V. (2018). Analysis of business entities’ financial and operational 

performance under sustainable development. Financial and Credit Activity Problems of Theory and Practice, 2 (25), 122–127. doi: 

https://doi.org/10.18371/fcaptp.v2i25.136476 



Transfer of technologies: industry, energy, nanotechnology

43

8.	 Al-Dmour, A. H., Abbod, M., Al-Balqa, N. S. (2018). The impact of the quality of financial reporting on non-financial business 

performance and the role of organizations demographic' attributes (type, size and experience).‏ Academy of Accounting and 

Financial Studies Journal, 22 (1), 1–16. Available at: https://bura.brunel.ac.uk/handle/2438/15768

9.	 Dong, W., Liao, S., Zhang, Z. (2018). Leveraging Financial Social Media Data for Corporate Fraud Detection. Journal of 

Management Information Systems, 35 (2), 461–487. doi: https://doi.org/10.1080/07421222.2018.1451954 

10.	 Przychodzen, W., Gómez-Bezares, F., Przychodzen, J. (2018). Green information technologies practices and financial performance – 

The empirical evidence from German publicly traded companies. Journal of Cleaner Production, 201, 570–579. doi: https:// 

doi.org/10.1016/j.jclepro.2018.08.081 

11.	 Khushvakhtzoda (Barfiev), K., Nazarov, D. (2021). The Fuzzy Methodology’s Digitalization of the Biological Assets Evaluation in 

Agricultural Enterprises in Accordance with the IFRS. Mathematics, 9 (8), 901. doi: https://doi.org/10.3390/math9080901 

12.	 Roychowdhury, S., Shroff, N., Verdi, R. S. (2019). The effects of financial reporting and disclosure on corporate investment: A review. 

Journal of Accounting and Economics, 68 (2-3), 101246. doi: https://doi.org/10.1016/j.jacceco.2019.101246 

13.	 Lev, B. (2018). The deteriorating usefulness of financial report information and how to reverse it. Accounting and Business 

Research, 48 (5), 465–493. doi: https://doi.org/10.1080/00014788.2018.1470138 

14.	 Aldawood, H., Skinner, G. (2019). Reviewing Cyber Security Social Engineering Training and Awareness Programs – Pitfalls and 

Ongoing Issues. Future Internet, 11 (3), 73. doi: https://doi.org/10.3390/fi11030073 

15.	 Muda, I., Maulana, W., Sakti Siregar, H., Indra, N. (2018). The analysis of effects of good corporate governance on earnings 

management in Indonesia with panel data approach. Iranian Economic Review, 22 (2), 599–625.‏ doi: https://doi.org/10.22059/

IER.2018.66169

16.	 Frolova, E. E., Polyakova, T. A., Dudin, M. N., Rusakova, E. P., Kucherenko, P. A. (2018). Information Security of Russia in the 

Digital Economy: The Economic and Legal Aspects. Journal of Advanced Research in Law and Economics, 9 (1), 89. doi: https://

doi.org/10.14505//jarle.v9.1(31).12 

17.	 Kamiya, S., Kang, J.-K., Kim, J., Milidonis, A., Stulz, R. M. (2021). Risk management, firm reputation, and the impact of successful 

cyberattacks on target firms. Journal of Financial Economics, 139 (3), 719–749. doi: https://doi.org/10.1016/j.jfineco.2019.05.019 

18.	 Sadgali, I., Sael, N., Benabbou, F. (2019). Performance of machine learning techniques in the detection of financial frauds. Procedia 

Computer Science, 148, 45–54. doi: https://doi.org/10.1016/j.procs.2019.01.007 

19.	 Di Vaio, A., Palladino, R., Hassan, R., Escobar, O. (2020). Artificial intelligence and business models in the sustainable development 

goals perspective: A systematic literature review. Journal of Business Research, 121, 283–314. doi: https://doi.org/10.1016/ 

j.jbusres.2020.08.019 

20.	 Khayer, A., Talukder, M. S., Bao, Y., Hossain, M. N. (2020). Cloud computing adoption and its impact on SMEs’ performance for 

cloud supported operations: A dual-stage analytical approach. Technology in Society, 60, 101225. doi: https://doi.org/10.1016/ 

j.techsoc.2019.101225 

21.	 Trivedi, J. (2019). Examining the Customer Experience of Using Banking Chatbots and Its Impact on Brand Love: The Moderating 

Role of Perceived Risk. Journal of Internet Commerce, 18 (1), 91–111. doi: https://doi.org/10.1080/15332861.2019.1567188 


