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Hocaidxncena cucmema uinnocmetl yuac-
HUKI6 HAYKOBUX MINCHAPOOHUX NPOeKmis 3
Kibepzaxucmy. Ilooydosamno modenv susna-
YeHHs cmyneHs KoHEepzeHuii uiHHOCMel
YUACHUKIE MAKuUX npoexmis, sAKa 00360-
Js€ sidcmescysamu npovuecu Qopmyeanus,
nepemeopenns ma 3min yinnocmeil nio wac
peanizauii npoexmy. Po3pooaeni pexomen-
dauii wodo peazysanns meneoxicepom npo-
eKxmy Ha 3MIHU UiHHOCMel, NPUIHAYeHi 0
3abe3nevenns edexmuenoi 63aemooii Misxnc
yuacnuxamu npoexmy

Knouoei crosa: npoexm 3 xidbepzaxucmy,
UiHHOCMI npoexmy, KOHBep2eHUiss UIHHOC-
meil, 20po yinnocmei, 63aemo0is 6 npoexnii,
yuacnuxu npoexmy

T u |

Hccaeoosana cucmema uyennocmeil yuac-
MHUK0B8 MeNHCOYHAPOOHLIX HAYUHBLIX NPO-
exmos xubepsauwumot. Ilocmpoena mooenv
onpeoenieHust cmenenHu KOHEEP2EHUUU UeH-
HOCMel YHACMHUKO8 MAKUX NPOeKmos,
Komopas no3eojisem OmcaeiHcusamsv npo-
ueccol opmuposanus, npeodpazosanus
U UIMeHeHUsT ueHHoCcmell npu peanu3auuu
npoexma. Paspabomannvie pexomenoauuu
no peazuposanuio Meneoricepom npoexma
HA U3MeHeHUs. UeHHOCmel NpeoHA3HAUeHbL
onsa obecneuenus s3dexmusnozo e3aumo-
deticmeus Medicoy YHacmHuUKaMu npoexma

Kniouesvie caosa: npoexm no xubepsa-
wume, UeHHOCMU NPoeKma, KOHEep2eHuuUs.
uennocmei, 20po uennocmeil, 63aumooei-
cmeue 6 npoexme, YuacmHUKU npoekma
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1. Introduction

Efficient activity of organizations under conditions of to-
day’s information society requires the formation of developed
business environment, open to international cooperation. It
is necessary to take into account rapid development of new
technologies of information wars, operating around the world.
Thus, we face the task of permanent development of new mod-
els and methods of cyber security at the international level,
the implementation of which will allow enhancing a culture of
information security of project participants. A solution to this
problem may be found only under conditions of international
cooperation and joined efforts in development and implemen-
tation of new methods and models in this area [1].

Establishing effective international cooperation is impos-
sible without the use of project management, the main task of
which in this case will be to ensure efficient interaction be-
tween project participants for its successful implementation.
A determining factor of solving this problem is the formation
of distributed information infrastructure as a catalyst for the
application of methods of project management. The center of
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this infrastructure can be a project office on the basis of ma-
jor enterprises and organizations [2]. Since such projects are
mainly aimed at the development of new, innovative methods
and models, while scientific organizations play a crucial role,
such projects can be referred to as scientific.

Rapid changes that take place in Ukraine and in the world
today lead to a reasessment of values of all social and econom-
ic groups, as well as at the personal level. This results in signif-
icant changes in the strategies of behavior of economic entities
in all areas of economic, social and political life, which causes
the need for improvement of existing and creation of new
methods and approaches to making management decisions
to ensure effective interaction between project participants.

The difference in the values of participants is especially
vivd in the course of implementation of international proj-
ects. It is significantly influenced by different conditions of
development of countries as a whole, as well as social groups
and individuals in these countries. There is an extensive
practice of remote control of international projects through
modern means of communication, which, on the one hand,
greatly simplifies and accelerates the processes of interaction




in projects, but, on the other hand, hinders full understanding
of each other because of the lack of personal perception and
understanding of feelings and values of other stakeholders.
Thus, the relevance of this study is explained by rapid
development of international cooperation on cyber security,
which takes place in the project environment. The key to
successful implementation of such projects is establishing
effective interaction between all participants, which requires
development of new methods and models in this direction.

2. Literature review and problem statement

Today there are a lot of articles in the field of cyber secu-
rity relating to the technical part of this issue. The number
of studies that highlight scientific and organizational issues
of implementing projects on cyber security is much smaller.
The main organizations-participants of scientific projects on
cyber security are the state and scientific institutions, as well
as business organizations.

An analysis of the regulation of information security
at the state level in economically developed countries,
performed in [3], revealed that the safety rules may be
comprehensive or partial, strategic or tactical, reactive or
proactive. Some countries define security goals only; others
have efficient mechanisms of risk management in this area.
There are different approaches to determining the protection
of personal data and privacy. These national differences are
influenced by cultural norms of the society and have differ-
ent advantages and disadvantages. This causes complexity
in the implementation of international projects in this field.

The formation of systems of information security in busi-
ness organizations is described in many papers, for example,
[4] proposed methodology to assist companies in evaluating
their compliance with the international standards of ISO, as
well as in planning and implementation of actions necessary
to ensure certification by these standards. It may be a pre-
requisite for participation in the projects of cyber security.

Scientific institutions are also important participants in
certain projects as the sources of creation of new information
and development of new products and services through effec-
tive use of information. Article [5] deals with the problems of
infrastructure, operation, use of information, in accordance
with the standards of information security of research in-
stitutions. The implemented method of risk analysis allows
comparing security systems of different universities, which
may determine the degree of their readiness to participate in
the project activities of cyber security.

In [6], it is noted that the implementation of measures on
cyber security must be supported by the scientific approach to
the standardization of these processes, both in the field of in-
formation technology and in the field of project management.

The use of value-oriented approach to the projects imple-
mentation is considered in [7], where models of development
of an organization and its corporate systems of project man-
agement, based on the value approach under conditions of
turbulence, are presented. Paper [8] is also of interest since
it offers a value-homeostatic approach to the assessment of
project decisions, taking into account priority of expected
values and the values that are contributed by participants,
as well as compliance of the values, formed by a project, with
participants’ expectations. Article [9] in this field contains
a value-oriented analysis of decision-making in managing
projects and makes it possible to take into account the level

of prevailing value memes in projects at certain points of
their implementation and to perform calculations of value
assessment of the project product more accurately.

In addition, there are a large number of scientific papers,
in which researchers put material sense to the concept of
project value. This is proved by article [10], in which, based
on the conducted analysis, the modern researchers’ concen-
tration on issues of maximization of commercial value was
defined and further directions of business development were
revealed. In [11], the difference between a value of the proj-
ect and the value of project management was determined,
taking into account changes in values of stakeholders in
the course of project implementation. The study of value
of project management itself, presented in [12], proves the
existence of high-efficiency project management, but reveals
the problem of different values in a project team, which cor-
responds to the set goal.

The overview we performed indicates that the studies,
carried out in the chosen direction, are at their initial stage
and are relevant for further development. There is no mech-
anism for managing the values of project participants, which
would take into account intangible values that play a key
role in international projects.

3. The aim and tasks of the study

The aim of this study is to define methods of forming the
participants’ values system on the example of training for the
participation in the NATO grant program “Science for Peace
and Security Programme (SPS), topic: Cyber security” at
Chernyhiv National Technological University. The aim also
includes development of the apparatus of effective coopera-
tion of major project participants on the basis of convergence
of values. This will allow ensuring compliance of the values,
obtained as a result of the project implementation, with the
personal planned values of each project participant, which is
the key measure of its success.

To achieve the set goal, it is necessary to solve the fol-
lowing tasks:

— to identify main participants of scientific projects on
cyber security and to define their values;

— to propose a method for forming a universal system of
values of the project with the definition of the core of such
system,

—to propose a model for determining the degree of
convergence of values of project participants and to create
the mechanism for making project decisions to ensure their
effective interaction;

— to develop recommendations concerning a response of
the project manager to the changes in the values of partici-
pants, taking into account the degree of their convergence.

4. Materials and methods of examining the problem of
the formation of the system of values of participants on
the example of international scientific project of
cyber security

Since the concept of “value” is associated with the axio-
logical category “evaluation” — measurement (appreciation or
rejection), the value of a project product is usually determined
by the ouput it produces and passes onto a product while meet-
ing the requirements contained in the project mission. In the



practice of project management, the value of a project product
and the value of project management are distinguished. Both
of these assets can be used to gain certain benefits.

There are two necessary conditions that warrant cre-
ation of the project value. The first one is the practical ability
of the project manager to complete the project in accordance
with the plan; the second one is finding a way to harmonize
(balance) the project value for all stakeholders through the
properties of a project product. The first condition is man-
datory, whereas the second one is a sufficient condition for
creating the project value.

Taking into account the individuality of perception and
life experience, it is possible to argue that each person has its
own unique model of perception and information processing
depending on what this person finds valuable in this world.

Therefore, at the present stage of development of project
activity, the main factor of the project success is active partic-
ipation of stakeholders in approving and making key decisions
in the course of project implementation. Each stakeholder, as
well as the project team, expresses different values that define
different objectives and outcomes of the project. In addition,
over the life cycle of the project there appear turbulence and
migration of values of stakeholders, and in the project situations
it is necessary to make decisions on the basis of project indica-
tors, which should reflect harmonized value of all stakeholders.

In this case, it is determined in [13] that the provision of
information security must be implemented not only with the
help of technical and technological means, but also through
the formation of culture of information security of partici-
pants of information processes, based on their values.

Paper [9] contains a formulated scientific fact that in
project situations, stakeholders form a vision of a variant
of project continuation without necessary regard to stra-
tegically-service values of the project, taking practically
only personal values as a basis. This fact puts forward new
problems to the project team, which should contribute to
more grounded scientific approach to decision making by
stakeholders of the project, otherwise there is a real threat
to its successful implementation.

Practical experience also proves that the majority of
stakeholders cannot establish their own system of values
independently, so there is a need for active participation of
the project team that shapes and directs such a system in
accordance with the overall project strategy, which requires
special methods and models.

It is known that success of a project depends on making
project decisions by a project team and approving them by
key participants. This can be achieved through ensuring the
convergence of values of all participants of the project.

The lack of convergence of values in a project could
lead to such consequences as delays and overexpenditures,
connected with delays in the process of making constructive
decisions. The manager and the project team should develop
an ongoing process of tracking the convergence of values and
focus on timely response to any deviations.

In international projects, it is possible to form and exam-
ine values in three categories:

— the values contributed to project by its participants
(competence, experience, investments);

— the values of project itself, which are formed from the
totality of values of participants of the project, taking into
account synergic effect;

— the values that the project participants and consumers
gain from its implementation.

5. Results of studying and forming a model for the system
of values of participants on the example of international
scientific project of cyber security

In the process of preparation for the participation in
the NATO grant program “Science for Peace and Security
Programme (SPS), topic: Cyber security”, the key potential
participants of the project were defined. They were selected
on the basis of the main goals of cooperation between NATO
and partner countries in the field of cyber security, namely:

— improving the efficiency of NATO and partner coun-
tries in the field of protection of crucial communication and
information infrastructures against cyber attacks;

— laying the foundations for support measures in cases of
cyber attacks;

— provivion of assistance in restoring normal function-
ing of a correspondent infrastructure after cyber attacks.

The formed system of values of participants of the in-
ternational scientific project on cyber security is shown in
Fig. 1. Taking into account scientific orientation of the given
project, it is proposed to create a management system of this
project on the basis of leading universities, which have expe-
rience and capabilities to carry out scientific research in the
field of cybersecurity.
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Fig. 1. Model of creating the system of international
scientific project participants’ values system

The values of the key stakeholders are given in Table 1.
It is clear that it is difficult to consider all values of partic-
ipants, so only those, which provide for the possibility to
execute projects within the framework of international pro-
grams of cyber security, were selected in the table.

Taking the example listed in Table 1, we will construct a
model for the project values and identify its common values.



Table 1

Values of the international scientific project on cyber protection’s (security) stakeholders

Values of State
(V8)

Values of organization
V)

Values of internation-
al organizations
V)

Values of internation-
al funds
(vih

Values of scientific
institutions
V)

Values of internation-
al scientific institu-
tions and organiza-

tions
(V®)

V8, — increasing re-
sources of all entities
on the territory of the
state;

V&, — territory and
resources safety from
all external claims;

V&3 — strengthening
instruments capable
of providing safety ;

V&, — increasing life
quality of all entities
on the territory of the
state;

V&5 — protection of
living environment
on the territory of the
state.

V¢ — values, for the
sake of which organi-
zation was created;

V¢ — increasing over
time of all kinds of
resources that are

under control of orga-

nization;

Ve¢3 — defense of
own development
under conditions of
competitive economic
environment;

V¢, — desire to find
loyalty of consumers,
state and humanity as

a whole.

Vio, — consistent and
harmonious develop-
ment;

Vo, — providing glob-
al product safety;

Vios — contribution
to solving problems
connected with global
€Cconomic Ccrisis;

Vio, — providing
political dialogue on
international econom-
ic and financial issues;

Vios — saving system
of stability of interna-
tional trade;

Viog — contribution

to development of

economically poor
regions and countries.

Vif; — support of
international cooper-
ation and connections

in area of scientific

and technical devel-

opment, socio-eco-
nomic policy.

Vify — financing and

support of interna-

tional projects and
developments;

V3{ — uniformity in
assessment authen-
ticity of scientific
research;

V3, — scientific re-
search should become
common gains;

V33 — responsibility
for scientific research
and developments to

Vis; — organization
of communication
process among scien-
tific organizations in
various countries;

Vs, — cooperation of
scientists of various
countries;

Visy — pursuit of inte-
gration of internation-

al information streams
into united system of
knowledge.

society;
Vify — strengthen-
ing development of
democracy and civil
society.

V3, — regulation of
activity that accom-
panies knowledge pro-
duction, complying
with ethical norms of
conducting research;

V55 — formation of
own image as social
institution;

V3¢ — orientation to
consumer needs

First, the system of project values V, is formed at the
intersection of sets of values of project’s stakeholders, who
define the unity in pursuit of the project implementation.
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This system forms the core of the project. The formation

of such core can take place only with the active participation
of the project manager, since not all project participants
have a clearly formed list of values of the organization, and
participation in the project can lead to the creation of new
values that the heads of organizations and institutions may
not be aware of.

So, the formed core of values is necessary to evaluate in
terms of its completeness to ensure implementation of inter-
national projects on cyber security.

6. Discussion of results of modeling. Determination of
the degree of convergence of project participants and
methods for ensuring their effective interaction

It should be noted that similar elements that are at the
intersection of the systems can have the same name but be
completely different by the semantic content. For exam-
ple, the value of “security” is located at the intersection of
all sets, but has a different degree of value to participants.
The approximation of these concepts in the project is not
simple averaging of their point-scoring assessment, but
can take place through evaluation of the degree of conver-
gence of these concepts for various participants [14]. In
this case, the degree of convergence can be defined using
Euclidean distance. To do this, it is possible to perform
the normalization of indices of the system elements, or to
carry out point-scoring assessment of a value in terms of
significance for each participant. It is also necessary to
take into account the value of each element for a project,
and then assessment of degree of convergence (Con) can
be performed through Euclidean distance to the core of
the project.

N
Con =4 Z(Ai -B))’,
=t

where A; and B; are the degree of value of the i-th element for
two different project participants; N is the number of project
participants.

(2



Then, after forming the core of the project, the degree of
convergence can take into account the weight of each factor
for the project (balanced convergence Conyy).

3

where k; is the value of the i-th element for the project.

The value of certain element k; for the project can be de-
termined by using such parameters as degree of influence on
the outcome of the project and elasticity. The project team
may conduct such assessment using the method of paired
comparisons.

Experimental evaluation of degree of convergence of par-
ticipants of the project of preparation for the international
program of cyber safety is shown in Fig. 2.
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Fig. 2. Cyber security project participants’ values
convergence

set of input, core and output. In addition, useful factors and
obstacles are distinguished at the input.

Table 2

Determining a degree of cyber security project participants’
values convergence

Degree of

participants’

values con-
vergence

Recommended actions for project
manager

Limits of value
of index CON

— formation of project documenta-
tion by defined values;

— development of measures for
providing support for values at this
level throughout project life cycle

0<Con<0,4 high

— specifying assessment of values by
project participants;

— reporting common values of other
stakeholders to all participants;

— adjustment of system of values of
the project

— partial change of project partic-
ipants;

— identification of new (hidden,
implicit) goals of participants,
which can be the basis for successful
cooperation.

medium

0,4<Con<0,6

0,6<Con<0,8

low

— change of project participants;
— change of common values of
project

critically
low

0,8<Con<1,0

The matrix of influences in Fig. 3 is plotted on the basis
of the values, defined for the examined project taking into
account the overall system (Table 1) and the cores of values
of the project (1). Other factors are distributed between the
input and the output. If the distribution into these groups
is possible, this is a systems organization, if not — these are
indirect links. Only direct links are specified in the matrix.

We can see from the diagram given in Fig. 2 that
. . Factors (1) 1|2 (3 |4|5|6|7 8|9 ]|10(11|12|13|14/15
even at the initial stage of the project of preparation for Acerofion
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Environmental
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sequently will require constant monitoring and ad- stability el T el N Bl
justments with the aim of convergence of values of the Establishing
project participants to ensure a high level of motivation |10 | effective — 10 -
and successful project implementation. In this case, the Interaction

s 1 Universality |— 11
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. s s . . Certainty of
terized as it is listed in Table 2. The table also contains genuine
recommendations for the actions of the project manager | 1% |knowledge and - 120 =
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cyber security. i: R:pmmmy = = 14 T

Further formation of the values’ core can take place fegration ~

with the use of the method of structural matrices [15],
which is based on the statement that any system is a

Fig. 3. Interconnections in the system of cyber security project

participants’ values



We will divide all selected values into three groups:

15t group includes the values that influence other values
of the examined process, but are not exposed to influen-
ces (3,5, 7).

27 group includes the values that not only influence
others but are also exposed to influences (1, 2, 4, 6, 8, 14).

3'd group includes the values that are exposed to influ-
ences, but do not affect other values (9, 10, 11, 12, 13, 15).

Then we relocate elements of the matrix so that the di-
agonal elements, which belong to the first group, are located
in the first diagonal minor of the matrix, those belonging to
the second group — in the second minor, those belonging to
the third group — in the third minor.

In our case, the matrix will take the form, presented in
Fig. 4.

responsibility. Input values x3, x5, X7 can be considered not
only as resources, but also as obstacles, which, in fact, are
limitations of the project. For the examined project, these
factors are limitations.

Taking into account the fact that informational or or-
ganizational and technical systems are under consideration,
project managers may, in the defined order, change links in-
dependently, on the basis of their own experience and results
of discussion of these factors with stakeholders. In our case,
we see that other 3 subsystems that make up the values 2 and
4; 4 and 6; 6 and 8, 6 and 1, 2 and 14 are distinguished inside
the core. In this case, there is a question of importance of the
links between factors 1 and 6, because for the subsystem of
factors 6 and 8, one input for entering of this subsystem to
the core is enough.

The defined core will require fur-

z.‘m o h ison with the demand
ther compg}r{son with t g .eman S
Factors 2) 3[5]7|1]2146]814]9]10[11]12]13]15 ‘E‘Ed CaPabtlhtleS (l))f all ParFéCIPants of
. e project on cyber security.
3 Mlethodrol.ogwal 3 After initial harmonization of the
mnovations . .
— system of values of the project, in
5 Envmmmmtal 5 order to ensure its further develop-
protection ment, new necessary components of
7 Loyalty of 7 the systems of values of participants
environment are added to the defined set. As a
1 Accretion 1 el resqlt, a complemgntary system of
resources project values CV,, is formed:
2 Safety — | == 2 ||| ]|—
4 Increasing S N P D CV, ={{vg vEeVEAVE g VI?},
quality of life
e, e e e 0
6 | Gaining profit |— —|— —| 6 |« {V vieViav Evp}’
3 Sustainable | | N B {Vph VeVt Ayt g V'f}y
development .
14 | Responsibility — — 14 {V IV eViAV Evp}’
System's VOV eVOAvP e VOt
? stability | -1 | { 2
—= it it i if
Establishing {V Vi eViav eV;,)},
10 effective — — 10 s s s s 0
interaction {V vPeVP AV EVP}}. 4)
11 Universality — 11
Certainty of In the process of project imple-
genuine mentation, there is a transformation
12 — — 12 . .
knowledge and (correction) of the values of project
experience participants into the outcome. A
13 Openness — | — —|— 13 system of values V, that contains
15 Integration — 15 those elements of the overall sys-
— —~ tem of values of participants, for
Fous gaining of which the project was

Fig. 4. Formation of the core of values of project on cyber security

It is clear that elements of links of the second minor
create closed contours on the matrix, and the values corre-
sponding to these elements will constitute the “core of the
system”. The values that belong to the first minor constitute
“inputs” of the system, and those belonging to the third mi-
nor constitute the “outputs” of the system. In turn, values of
the inputs and outputs may belong to the cores of other sub-
systems, which, together with the examined system, create a
system of the higher level.

Thus, we obtained the core of the system, which consists
of the values of augmenting resources, security, enhancing
life quality, gaining profit, sustainable development and

implemented:
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As a result of project implementation, there are also new
project values Vs that appear due to synergy. Therefore,
the outcome of project implementation will be the system
of values Vy,, which will be effective only inder condition
of constant monitoring of convergence of values over entire
life cycle:

V,=V, UV, (6)

The effectiveness of project implementation in the system
of values can be determined by ratio:

V,.=(V;uCV)NV,. (7)

The given model of formation and transformation of the
system of values of the project participants makes it possible
to support decision making process on the project, taking
into account the values of all project participants, and, due to
its constant alignment, to maintain a high degree of interest
of participants in successful project implementation.

To do this, it is necessary to implement the following
logical steps:

— to determine the degree of project participants’ values
convergence;

- to form requirements to the level of convergence of
project values and to make changes in the documentation
for the project;

— to carry out regular monitoring of changes in the de-
gree of convergence of the project values over its life cycle;

— to implement timely actions in case of deviations.

Thus, the research we conducted demonstrated the
possibilities of forming a universal system of values of
international projects on cyber security for establishing
effective cooperation of all stakeholders. Comprehensible
mathematical apparatus of the proposed method for deter-
mining convergence of values of the project provides for the
opportunity for its application by the project manager of any

level. Results of the study might be used in other projects of
varying complexity.

Further research in this direction might be aimed at ex-
ploring changes in the convergence of values during project
implementation and at developing measures to control the
overall system of values of the project in accordance with
these changes.

7. Conclusions

1. Defining the key participants of international scien-
tific projects on cyber security and their values is the basis
for further modeling of the universal system of values of the
project, ensuring effective interaction between them and
enhancing a general culture of information security.

2. The proposed method for the formation of values of the
project requires active participation of the manager to ensure
effective interaction between all participants. This is especial-
ly true for international projects that have maximum number
of differences. Selecting the core of the system using the
methods of structural matrices provides for the possibility to
ensure completeness of the overall system of values that will
actually allow implementing the project on cyber security.

3. The model for determining a degree of convergence of
values of participants of the project on cyber security allows
us to monitor the process of definition, transformation and
change of the values during project implementation and is
the basis for building up an effective system of monitoring
the convergence of values of the project participants.

4. The given recommendations that address a response
of the project manager to changes in the values of partici-
pants with regard to a degree of their convergence should
significantly enhance efficiency of the processes of project
planning and make it possible to take timely and necessary
decisions on establishing (renewing) efficient interaction
between all project participants.
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3anpononoeano cmynins He6UIHAMEHOCMI CMa-
HY napamempuuHoi cucmemu 4uUCeIbHO OUIHIOBA-
mu cepeonvoro Kinvkicmio ingopmauii na euxo-
0i docnioacyeanoi cucmemu, GUKOPUCMOBYIOUU
Mmoougpixoeany mempuxy Ilennona. Ha ocnoei
ingpopmauiiino-enmponiiinozo nioxody cummeso-
8aHO iHMeE2PANLHUL NOKAZHUK AKOCMI CMAHY CUC-
memu, OMpuMani 3a2aavHa i *acmKo68a aHaIimuy-
Hi hopmu o020 npedcmasnenns. Ouineno empamu
inpopmayii npo nomounuil cman napamempur-
HOT cucmemu 6 ymoeax 6nauUey 306HIUHIX 30ypets
i po3wupenns cnekmpy 6HYMpIWHbOCUCIEMHUX
30ypensv, exmouaOMU mMmaxodxc Oazamonapame-
MpuuHUIl 6eKMop adanmuen020 YnpaesiinHs

Kntouogi caosa: inpopmauiiino-enmponitinuii
nioxio, inmezpanvHull NOKAZHUK, 306HIWHI 30Y-
penns, enympimnvocucmemmi 30ypenns, cumy-
auilina HeeusHaueHicmo, iHopmayiiini empamu

T u |

IIpeonosceno cmenenv neonpeoenennocmu
COCMOAHUA NAPAMEMPULECKOT CUCEMbL HUCTIeH -
HO ouenueamv CpeoHUM KOIUMECMEOM UHpopMma-
Uuu Ha 6vlxode UCCAEOYeMOl cucmemvl, UCHOb-
3ysa mooduduuyuposannyio mempuxy Illennona. Ha
0CHOBE UHDOPMAUUOHIO-3HMPONUUNO020 NOOX00A
CUHME3UPOBAH UHMEZPATLHBLI NOKA3AMEeIb Kaye-
Cmea CoCMoAHUSL CUCTEMbL, NOJYUeHbl 00Uas U
yacmnas ananumuieckue Popmot €20 npedcmas-
aenus. Ouenenvt nomepu ungpopmauuu o mexy-
wem CoOCMoOAHUU NAPAMEMPULECKOlU CUCTEMDbL 8
YCA0BUAX 6030eUCMEUN HEWHUX BO3MYUWEHUL U
pacuupenuss cnekmpa HYmMpUCUCMEMHBIX 603-
Mywenuil, 6KII0UaAsT U MHOZONAPAMEMPUUECKUL
8eKMOp a0anmuenoz0 ynpasienus

Kntouesvie caosa: ungopmauyuonno-aumpo-
nuiinolil. n00x00, unmezpaivHvlil NoKasamev,
8HewHUe BO3MYU,EHUS, BHYMPUCUCMEMHDBIE B03-
MyweHus, Cumyauuonnas neonpeoeieHHocmo,
ungopmayuontvle nomepu

u] =,

1. Introduction

Evaluating the quality of parametric systems’ condition
involves the necessity to solve multi-criteria (vector) optimi-
zation problems. The most difficult are multi-criteria prob-
lems to be solved in terms of situational (a priori) uncertain-
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ty; they belong to the class of ill-posed problems as viewed
by Hadamard and Tikhonov [1—4]. In these problems, minor
variations of the observed sample implementations u;(t),
where i=1, 2,..., , lead to unintended results.

Situational uncertainty in assessing a parametric system
is determined by the effect of unplanned destabilizing factors




