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This study has a research object, namely data transmission lines. 
In this study, there are problems that must be solved related to the 
optimization of network transmission routes that are dynamic and 
adaptive to changes in real-time conditions, including latency factors, 
connection stability, and algorithm integration that can accommodate 
large-scale network needs efficiently in terms of transmission. The 
results obtained from this study are in the form of a model that can 
identify route management and optimize the border gateway protocol. 
The results of the study show that the application of this method can 
optimize the transmission path by considering network constraints 
and real-time condition dynamics. This study has an interpretation 
that the proposed model is proven to be effective in improving net-
work performance, with increased efficiency, reduced constraints, 
and the ability to adapt to changes in network conditions. This is 
evidenced by the accuracy in the form of quantitative effectiveness 
by producing 95 % accuracy with the Reinforcement Learning model, 
able to significantly increase efficiency and accuracy compared to 
traditional methods in BGP routing optimization. The characteristics 
contained in this study include the ability to manage and identify 
transmission routes to improve network efficiency, reduce latency, 
increase throughput, minimize the number of hops in managing 
BGP transmission routes. There are limitations related to input data 
processing that require deeper annotation. This study contributes to 
BGP route optimization with machine learning algorithms that can be 
applied in complex and dynamic networks.

Keywords: BGP, connection stability, routing, machine learning, 
Lagrange multiplier, gradient descent.
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mission, it becomes possible to detect and correct transmission errors 
using Golay code decoding methods. The transmission errors of a single 
byte that are subject to detection and correction can reach eight. This is 
possible because all the bits of a byte transmitted over a communica-
tion channel belong to different combinations of the Golay code – each 
separate combination is formed by bits of different bytes that have the 
same numbers.

Due to the fact that an information message of 24 bytes consists 
of eight code combinations of the Golay code (24, 12), it is possible to 
correct up to 24 bit errors in one message of 24 bytes.

Keywords: software engineering, correction codes, Golay codes, 
Internet of Things, information system, information block.
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The object of this study is information systems within the Inter-
net of Things.

The task addressed involves devising an innovative method for 
detecting and correcting multi-bit data transmission errors in the 
Internet of Things networks based on Golay codes.

As the main result of the research, a method has been devised for 
detecting and correcting multi-bit data transmission errors based on 
Golay codes during byte-by-byte transmission of an information block.

The method devised is distinguished by its coding scheme, which 
involves calculating 11 control bits and one parity bit for twelve bytes 
of the original information message with subsequent mixing using 
shift operations before transmission to the communication channel.

Thus, for twelve bytes of input information, an information block of 
24 bytes is formed at the output of the encoder, and the bits of the bytes 
belong to eight different code words of the extended Golay code (24, 12).

When transmitting an information block, one or more bits of the 
transmitted byte may be distorted. But after performing the shift opera-
tions on the receiving side, the reverse of those performed before trans-
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sible to speed up the search for a cluster node for operational temporal 
scaling of the gateway for the period of gateway buffer overload.

The standard algorithm for intelligent queue management has 
been modified. The modification is based on the proposed method for 
stabilizing load control over the boundary layer cluster gateway of the 
geographically distributed Internet of Things. The method takes into 
account the features of the boundary layer architecture. The proposed 
method made it possible, in case of reaching the upper threshold of 
the queue, to scale the gateway until its buffer is filled. As a result, 
the number of information packet losses arriving at the boundary 
layer gateway was reduced. Studies of the proposed method showed 
that the number of information packet losses is reduced compared to 
existing methods. The research results can be explained by the use of 
temporary horizontal scaling of the gateway and fixing the thresholds 
of the information packet queue buffer. The method is effective at an 
average load level on the cluster gateway from 0.2 to 1.2.

Keywords: Internet of Things, stabilizing control, information 
packet, buffer overload, boundary calculations.
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The object of this study is the process of managing overload at the 
boundary layer of the geographically distributed Internet of Things.

The task addressed is reducing the number of losses of informa-
tion packets of the geographically distributed Internet of Things arriv-
ing at the boundary layer gateway. For this purpose, it was proposed 
to use fast temporal horizontal scaling and stabilizing control over the 
load formed in the gateway buffer.

In the process of conducting research, a temporal horizontal scal-
ing algorithm was developed for the boundary layer cluster gateway. 
The evolutionary Firefly Algorithm with a fitness function based on 
the Lorenz function was used in the development. This made it pos-
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The growth in the number of mobile users of electronic communi-
cations services leads to the exhaustion of the radio frequency resource, 
which has made it urgent to find ways to reuse it. The use of methods 
from the modern theory of multi-user detection allows simultaneous 
transmission of a certain number of mutually non-orthogonal signals 
with different power in a common channel resource. These methods 
provide for the possibility of algorithms development for detecting and 
separating two digital signals in the processes of information transmis-
sion in radio channels with mutually non-orthogonal digital signals, 
which are the object of this study. Here, we propose a solution to the 
problem of determining the potential noise immunity of separation-
demodulation of two mutually non-orthogonal BPSK signals, which 
involves taking into account the intermittency of their radiation. For 
this purpose, the results of the synthesis of the algorithm for detecting-
separating two mutually non-orthogonal intermittent BPSK signals, 
optimal according to the criterion of minimum probability of error 
in estimating their discrete information parameters, have been used 
as initial data. This criterion is a necessary condition for solving this 
problem. The characteristic differences of the represented methodol-
ogy for analyzing potential interference immunity are the absence of 
restrictions on the energy characteristics of signals, the degree of their 
non-orthogonality, and the probability of radiation. 

The results allow developers to determine in practice the mini-
mum required differences in the instantaneous signal powers in 
order to achieve maximum energy efficiency of radio channels under 
the given requirements for the error probability. In particular, it has 
been shown that the difference in such powers should reach at least 
5÷6 dB in the case when both signals are emitted continuously, and 
with optimal detection and separation of intermittent signals, this 
difference increases to 9÷10 dB, depending on the degree of mutual 
non-orthogonality between the signals.

Keywords: multi-user detection, mutually non-orthogonal digi-
tal signals, discrete parameter, potential noise immunity.
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The object of this study is the process of determining the coor-
dinates of an unmanned aerial vehicle. The main hypothesis of the 
study assumed that the use of a network of three Software-Defined 
Radio (SDR) receivers could improve the accuracy of determining the 
coordinates of an unmanned aerial vehicle. The use of SDR receivers 
in pairs would reduce the number of false bearings.

A method for determining the coordinates of an unmanned aerial 
vehicle by a network of three SDR receivers when used in pairs has 
been improved, which, unlike the known ones, involves:

– measuring bearings by each SDR receiver;
– determining the pairwise angles of intersection of bearings;
– determining the maximum of the pairwise angles of intersection;
– determining a pair of SDR receivers for further calculations;
– using the triangulation method for determining the coordinates 

of an unmanned aerial vehicle.
The accuracy of determining the coordinates of an aerial object by 

a network of two SDR receivers has been assessed. It was found that:
– the shape, orientation, and size of the error ellipses depend on 

the relative location in space of the SDR receivers and the unmanned 
aerial vehicle;

– the size of the scattering ellipses is reduced by (20–40) % due to 
the use of information from the optimal pair;

– in some cases, false switching of SDR receiver pairs is noticeable;
– the pair (first SDR receiver – third SDR receiver) has the larg-

est base from the considered options, that is, starting from a certain 
range, the angle of intersection of the bearings for this case is closest 
to 90°, the area of the scattering ellipses of coordinate measurement 
errors is minimal, which determines its choice;

– when moving the unmanned aerial vehicle beyond the network 
coverage area of the SDR receiver pair, it is advisable to use another 
pair, this involves the use of a “chain” of SDR receivers.

Keywords: unmanned aerial vehicle, paired use of SDR receiv-
ers, bearing intersection angle.
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The object of the study is the process of assessing the effective-
ness of technical systems’ computer dynamic simulators. The subject 
of the study is methods for assessing the effectiveness of dynamic 
simulators taking into account the criteria of economic efficiency 
of training of those who study. The assessment of the effectiveness 
of technical systems’ simulators is associated with the audit of the 
skills of making correct management decisions in the conditions of a 
complex information environment.

The advantage of this study is to assess the effectiveness of 
technical systems’ computer dynamic simulators that use artificial 
intelligence to improve training in the necessary skills in a short 
time, taking into account the economic component. The essence of 
the method is to use the proposed criteria to adequately assess the 
effectiveness of simulator training. The method allows to compare 
simulators with each other and justify ways of their development 
and improvement. A feature of the developed method is the proposed 
procedure for building and studying a simulation model that repro-
duces the real processes of the functioning of a technical system in a 
simulator. A simulation model of a real technical system through the 
use of the artificial intelligence function allows to improve the real-
ism of the simulator and reduce the training time by up to 30 %. This 
is explained by the fact that the use of simulators with artificial intel-
ligence will allow to more realistically simulate the processes of the 
functioning of a real technical system. The proposed method allows to 
substantiate the potential possibilities of using the simulator system 
in the process of practical training. The results of the study allow to 
evaluate the simulators to improve the quality of practical training 
of operators and to substantiate the directions of development and 
modernization of simulators.

Keywords: simulation model, efficiency criteria, training, opera-
tor, practical training, technical system.
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The object of this study is the accuracy of announcer identifica-
tion based on short utterances.

To solve the task of speaker identification based on ultra-short 
speech utterances, a phoneme-by-phoneme approach to constructing 
voice models has been proposed within the framework of the study. 
The validity of this approach is based on the fact that short utter-
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ances usually contain a limited number of phonemes. In this regard, 
a hypothesis was put forward assuming that in order to increase the 
accuracy of announcer identification based on short utterances, it 
is necessary to analyze the sound of specific phonemes by different 
announcers.

The experiments involved speech recordings of monosyllabic 
words with corresponding phonemes, on the basis of which, using the 
ECAPA-TDNN neural network architecture, announcer voice models 
were constructed. The experimental studies showed that voice models 
constructed based on the sounds of only one model provide higher 
announcer identification accuracy compared to generalized models 
constructed based on all speech sounds.

It was also found that different phonemes provide different an-
nouncer identification accuracy. For example, with a speech signal 
duration of 2–3 seconds, the accuracy of announcer identification by 
the generalized model was 75 %. And the accuracy of announcer iden-
tification using a model built on the basis of only one phoneme “E”, 
with the same input data, was 85 %, which is 10 percentage points 
higher than that of the generalized model.

Keywords: announcer recognition, ultra-short utterances, pho-
neme-by-phoneme recognition, ECAPA-TDNN, phonemes of the 
Kazakh language.
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ОПТИМІЗАЦІЯ ПРОТОКОЛУ МАРШРУТИЗАЦІЇ ПРИКОРДОННОГО ШЛЮЗУ З ІНТЕГРАЦІЄЮ 
МНОЖНИКА ЛАГРАНЖА ТА ГРАДІЄНТНОГО СПУСКУ ДЛЯ МЕРЕЖІ (c. 6–13)

Ferry Fachrizal, Okvi Nugroho, Al-khowarizmi

Об’єкт дослідження – лінії передачі даних. Проблема, що вирішувалась, пов›язана з оптимізацією мережевих маршрутів передачі, які 
є динамічними та адаптованими до змін умов реального часу, включаючи коефіцієнти затримки, стабільність з’єднання та інтеграцію 
алгоритмів, які можуть ефективно задовольняти потреби великої мережі з точки зору передачі. Результати, отримані в результаті цього 
дослідження, представлені у формі моделі, яка може ідентифікувати керування маршрутами та оптимізувати протокол прикордонного 
шлюзу. Результати дослідження показують, що застосування цього методу може оптимізувати шлях передачі, враховуючи мережеві 
обмеження та динаміку стану в реальному часі. Це дослідження має інтерпретацію того, що запропонована модель доведена як ефективна 
для покращення продуктивності мережі, з підвищеною ефективністю, зменшеними обмеженнями та здатністю адаптуватися до змін умов 
мережі. Про це свідчить точність у вигляді кількісної ефективності, яка досягає 95 % точності, за допомогою моделі Reinforcement Learning, 
здатної значно підвищити ефективність і точність порівняно з традиційними методами оптимізації маршрутизації BGP. Характеристики, 
які містяться в цьому дослідженні, включають здатність керувати та ідентифікувати маршрути передачі для підвищення ефективності ме-
режі, зменшення затримки, збільшення пропускної здатності, мінімізації кількості переходів під час керування маршрутами передачі BGP. 
Існують обмеження, пов’язані з обробкою вхідних даних, які вимагають більш глибоких досліджень. Це дослідження сприяє оптимізації 
маршруту BGP за допомогою алгоритмів машинного навчання, які можна застосовувати в складних і динамічних мережах.

Ключові слова: BGP, стабільність з’єднання, маршрутизація, машинне навчання, множник Лагранжа, градієнтний спуск.
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РОЗРОБКА МЕТОДУ ВИЯВЛЕННЯ ТА ВИПРАВЛЕННЯ БАГАТОБІТОВИХ ПОМИЛОК ПЕРЕДАЧІ ДАНИХ У 
СИСТЕМАХ ІНТЕРНЕТУ РЕЧЕЙ НА ОСНОВІ КОДУ ГОЛЕЯ (c. 14–23)

В. В. Соколовський, Е. В. Жаріков, С. Ф. Теленик, Grzegorz Nowakowski, С. В. Поперешняк, М. М. Мариненко

Об’єктом дослідження є інформаційні системи Інтернету речей.
Проблема, що вирішується, – розвиток інноваційного методу виявлення та корекції багатобітових помилок передачі даних в 

мережах Інтернету речей на основі кодів Голея.
Основний результат дослідження у тому, що розроблено метод виявлення та корекції багатобітових помилок передачі даних на 

основі кодів Голея під час побайтової передачі інформаційного блока.
Розроблений метод відрізняється схемою кодування, яка передбачає розрахунок 11 контрольних бітів та одного біта парності 

для дванадцяти байтів вихідного інформаційного повідомлення з подальшим перемішуванням за допомогою операцій зсуву перед 
передачею в канал зв’язку.

Таким чином, для дванадцяти байтів вхідної інформації на виході кодера утворюється інформаційний блок з 24 байтів, причому 
біти байтів належать восьми різним кодовим словам розширеного коду Голея (24, 12). 

При передачі інформаційного блоку може бути спотворений один, або кілька бітів байту, що передається. Але після виконання на 
прийомному боці операцій зсуву, зворотних тим, що виконувались перед передачею, з’являється можливість виявити та виправити 
помилки передачі завдяки використанню методів декодування коду Голея. Помилки передачі окремого байту, які підлягають 
виявленню та виправленню, можуть досягати восьми. Це є можливим, тому що усі біти байту, що передається по каналу зв’язку, 
належать різним комбінаціям коду Голея – кожну окрему комбінацію утворюють біти різних байтів, що мають однакові номера.

Завдяки тому, що інформаційне повідомлення з 24-х байтів складається з восьми кодових комбінацій коду Голея (24, 12), є 
можливість виправляти до 24 бітових помилок в одному повідомлені довжиною 24 байта.

Ключові слова: інженерія програмного забезпечення, коригуючі коди, коди Голея, Інтернет речей, інформаційна система, ін�-
формаційний блок.
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РОЗРОБКА МЕТОДУ СТАБІЛІЗУЮЧОГО КЕРУВАННЯ НАВАНТАЖЕННЯМ ШЛЮЗУ КЛАСТЕРА 
ГРАНИЧНОГО ШАРУ ІНТЕРНЕТУ РЕЧЕЙ (c. 24–32)

Г. А. Кучук, О. О. Можаєв, С. А. Тюлєнєв, М. О. Можаєв, Н. Г. Кучук, Л. П. Тимощик, А. В. Лубенцов, Ю. В. Гнусов, 
С. І. Клівець, О. В. Кулєшов

Об’єктом дослідження є процес керування перевантаженнями на граничному шарі територіально розподіленого Інтернету речей. 
Вирішувалась проблема зменшення кількості втрат інформаційних пакетів територіально розподіленого Інтернету речей, що 

надходять до шлюзу граничного шару. Для цього запропоновано використовувати швидке тимчасове горизонтальне масштабування 
та стабілізуюче керування навантаженням, що формується у буфері шлюзу. 
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В процесі проведення досліджень розроблений алгоритм тимчасового горизонтального масштабування для шлюзу кластера 
граничного шару. При розробці використаний еволюційний Firefly Algorithm з фітнес-функцією на базі функції Лоренца. Це дозволило 
прискорити знаходження вузла кластера для оперативного тимчасового масштабування шлюзу на період перевантаження буфера шлюзу.

Модифікований стандартний алгоритм інтелектуального керування чергами. Модифікація базується на запропонованому 
методі стабілізуючого керування навантаженням шлюзу кластера граничного шару географічно рознесеного Інтернету речей. Метод 
враховує особливості архітектури граничного шару. Запропонований метод дозволив у випадку досягнення верхнього порогу черги 
провести масштабування шлюзу до моменту заповнення його буферу. Внаслідок цього була зменшена кількість втрат інформаційних 
пакетів, що надходять до шлюзу граничного шару. Дослідження запропонованого методу показали, що кількість втрат інформаційних 
пакетів зменшується у порівнянні з існуючими методами. Отримані результати дослідження можна пояснити задіянням тимчасового 
горизонтального масштабування шлюзу та фіксацією порогів буферу черги інформаційних пакетів. Метод є ефективним при 
середньому рівні навантаження на шлюз кластера від 0,2 до 1,2.

Ключові слова: інтернет речей, стабілізуюче керування, інформаційний пакет, перевантаження буфера, граничні обчислення. 
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ВИЗНАЧЕННЯ ПОТЕНЦІЙНОЇ ЗАВАДОСТІЙКОСТІ РОЗДІЛЕННЯ-ДЕМОДУЛЯЦІЇ ДВОХ ПЕРЕРИВЧАСТИХ 
ВЗАЄМНО НЕОРТОГОНАЛЬНИХ СИГНАЛІВ BINARY PHASE-SHIFT KEYING (c. 33–40)

О. В. Вакуленко, В. Ф. Єрохін

Зростання кількості мобільних користувачів послуг електронних комунікацій призводить до вичерпання радіочастотного ресурсу, 
що обумовило актуальність пошуку шляхів його повторного використання. Залучення методів сучасної теорії багатокористувацького 
детектування дозволяє в спільному канальному ресурсі забезпечувати одночасне передавання деякої кількості взаємно неортогональних 
сигналів, що розрізняються за потужністю. Ці методи передбачають можливість одержання алгоритмів виявлення-розділення двох 
цифрових сигналів в процесах передачі інформації в радіоканалах з взаємно неортогональними цифровими сигналами, які є об’єктом 
дослідження. Тут пропонується розв’язання проблеми визначення потенційної завадостійкості розділення-демодуляції двох взаємно 
неортогональних сигналів BPSK з точно відомими неінформаційними параметрами, що передбачає врахування переривчастості їх 
випромінювання. Для цього в якості вихідних даних залучені результати синтезу алгоритму виявлення-розділення двох взаємно 
неортогональних переривчастих сигналів BPSK, оптимального за критерієм мінімуму імовірності помилки в оцінці їх інформаційних 
дискретних параметрів. Такий критерій є необхідною умовою розв’язання зазначеної проблеми. Характерними відмінностями 
представленої методики аналізу потенційної завадостійкості є відсутність обмежень на енергетичні характеристики сигналів, ступінь 
їх неортогональності і імовірності випромінювання. Отримані результати дають можливість розробникам на практиці визначатись з 
мінімально необхідними відмінами в миттєвих потужностях сигналів з метою досягнення максимальної енергетичної ефективності 
використання радіоканалів за заданих вимог до ймовірності помилки. Зокрема, показано, що відміна в таких потужностях повинна 
сягати не менше 5÷6 дБ у випадку, коли обидва сигнали випромінюються неперервно, а при оптимальному виявленні-розділенні 
переривчастих сигналів така відміна зростає до 9÷10 дБ, в залежності від ступеня взаємної неортогональності між сигналами.

Ключові слова: багатокористувацьке детектування, взаємно неортогональні цифрові сигнали, дискретний параметр, потенційна 
завадостійкість.
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РОЗРОБКА МЕТОДУ ВИЗНАЧЕННЯ КООРДИНАТ БЕЗПІЛОТНОГО ЛІТАЛЬНОГО АПАРАТУ МЕРЕЖЕЮ 
ТРЬОХ SOFTWARE-DEFINED RADIO ПРИЙМАЧІВ ПРИ ЇХ ПОПАРНОМУ ВИКОРИСТАННІ (c. 41–49)

Г. В. Худов, А. А. Гризо, В. С. Комаров, К. Г. Яценко, О. М. Маковейчук, Р. Г. Худов, П. Є. Минко, О. О. Гончаренко, 
О. В. Сальник, В. В. Власюк

Об’єктом дослідження є процес визначення координат безпілотного літального апарату. Основна гіпотеза дослідження полягала 
в тому, що використання мережі трьох Software-Defined Radio (SDR) приймачів дозволить підвищити точність визначення координат 
безпілотного літального апарату. Попарне використання SDR приймачів дозволить зменшити кількість хибних пеленгів. 

Удосконалено метод визначення координат безпілотного літального апарату мережею трьох SDR приймачів при їх попарному 
використанні, який, на відміну від відомих, передбачає:

– вимірювання пеленгів кожним SDR приймачем;
– визначення попарних кутів перетину пеленгів;
– визначення максимального з попарних кутів перетину;
– визначення пари SDR приймачів для подальших розрахунків;
– використання тріангуляційного методу визначення координат безпілотного літального апарату.
Проведено оцінювання точності визначення координат повітряного об’єкту мережею двох SDR приймачів. Встановлено, що:
– форма, орієнтація та розмір еліпсів похибок залежить від взаємного розташування у просторі SDR приймачів та безпілотного 

літального апарату;
– розміри еліпсів розсіювання зменшуються на (20–40) % за рахунок використання інформації оптимальної пари;
– у деяких випадках помітні хибні перемикання пар SDR приймачів;
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– пара (перший SDR приймач – третій SDR приймач) має найбільшу базу з розглянутих варіантів, тобто, починаючи з певної 
дальності кут перетину пеленгів для цього випадку є найближчим до 90º, площа еліпсів розсіювання похибок виміру координат 
мінімальна, що і обумовлює її вибір;

– при переміщенні безпілотного літального апарату за межі зони дії мережі пари SDR приймачів доцільно використовувати іншу 
пару, це передбачає використання «ланцюжку» SDR приймачів.

Ключові слова: безпілотний літальний апарат, попарне використання SDR приймачів, кут перетину пеленгів.
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РОЗРОБКА МЕТОДУ ОЦІНЮВАННЯ ЕФЕКТИВНОСТІ КОМП’ЮТЕРНИХ ДИНАМІЧНИХ ТРЕНАЖЕРІВ 
ТЕХНІЧНИХ СИСТЕМ (c. 50–61)

О. В. Шматко, С. В. Герасимов, С. В. Мілевський, Н. С. Баліцький, С. С. Погасій, М. М. Алексєєв, І. О. Власов, 
Є. О. Меленті, Ю. Б. Коваленко, Є. В. Пелешок 

Об’єктом дослідження є процес оцінювання ефективності комп’ютерних динамічних тренажерів технічних систем. Предметом 
дослідження є методи оцінювання ефективності динамічних тренажерів із урахуванням критеріїв економічної ефективності підго-
товки тих, хто навчається. Оцінювання ефективності тренажерів технічних систем пов’язано з аудитом навичок правильного при-
йняття управлінських рішень в умовах складної обстановки інформаційного середовища.

Перевага даного дослідження полягає у оцінюванні ефективності комп’ютерних динамічних тренажерів технічних систем, які 
використовують штучний інтелект для покращення навчання потрібним навичкам у стислі терміни з урахуванням економічної скла-
дової. Суть методу полягає у використанні запропонованих критеріїв для проведення адекватного оцінювання ефективності трена-
жерної підготовки. Метод дозволяє проводити порівняння тренажерів між собою та обґрунтувати шляхи їх розвитку та удосконален-
ня. Особливістю розробленого методу є запропонований порядок побудови і дослідження імітаційної моделі, яка відтворює реальні 
процеси функціонування технічної системи в тренажері. Імітаційна модель реальної технічної системи за рахунок використання 
функції штучного інтелекту дозволяє покращити реалістичність тренажеру та зменшити час на підготовку до 30 %. Це пояснюється 
тим, що використання тренажерів із штучним інтелектом дозволить більш реалістично імітувати процеси функціонування реальної 
технічної системи. Запропонований метод дозволяє обґрунтувати потенційні можливості використання системи тренажерів у про-
цесі практичної підготовки. Результати дослідження дозволяють оцінювати тренажери для підвищення якості практичної підготовки 
операторів і обґрунтовувати напрямки розвитку та модернізації тренажерів.

Ключові слова: імітаційна модель, критерії ефективності, навчання, оператор, практична підготовка, технічна система.
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РОЗПІЗНАВАННЯ ГОВОРЯЧОГО ЗА НАДКОРОТКИМИ ВИСЛОВЛЮВАННЯМИ (c. 62–69)

Bekbolat Medetov, Aigul Nurlankyzy, Timur Namazbayev, Ainur Akhmediyarova, Kairatbek Zhetpisbayev, Ainur Zhetpisbayeva, 
Aliya Kargulova

Об’єктом дослідження є точність ідентифікації дикторів за короткими висловлюваннями.
Для розв’язання проблеми ідентифікації мовця за надкороткими мовленнєвими висловлюваннями в межах дослідження був за-

пропонований пофонемний підхід до побудови голосових моделей. Обґрунтованість цього підходу базується на тому, що в коротких 
висловлюваннях зазвичай присутня обмежена кількість фонем. У зв’язку з цим у роботі була висунута гіпотеза про те, що для підви-
щення точності ідентифікації дикторів за короткими висловлюваннями потрібно аналізувати звучання конкретних фонем різними 
дикторами.

У експериментах використовувалися мовленнєві записи односкладових слів із відповідними фонемами, на основі яких за допо-
могою нейромережевої архітектури ECAPA-TDNN були побудовані голосові моделі дикторів. Проведені експериментальні досліджен-
ня показали, що голосові моделі, побудовані на основі звуків лише однієї фонеми, забезпечують вищу точність ідентифікації дикторів 
порівняно з узагальненими моделями, побудованими за всіма мовленнєвими звуками.

Також було встановлено, що різні фонеми забезпечують різну точність ідентифікації дикторів. Наприклад, при тривалості мовно-
го сигналу 2–3 секунди точність ідентифікації дикторів за допомогою узагальненої моделі склала 75 %, тоді як точність ідентифікації 
за моделлю, побудованою на основі лише фонеми «Е», за тих самих вхідних даних склала 85 %, що на 10 процентних пунктів вище, 
ніж у загальної моделі.

Ключові слова: розпізнавання диктора, надкороткі висловлювання, пофонемне розпізнавання, ECAPA-TDNN, фонеми казах-
ської мови.


