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MPOLIEC YIIPABJIIHHS KIBEPIHIIUJIEHTAMHU
SIK HEOBXITHUI ETAIl B OPTAHI3AIIIL
KIBEPBE3IEKHY HNIIITPUEMCTBA

Y crarTi JOCHiIKEHO OCHOBHI KPOKH TPOLECY YNpPaBIiHHSA KiOepiHLWAECHTaMHU,
MIPOaHAaJII30BaHO OCOOIMBOCTI IXHBOI OpraHi3allii Ta BH3HAYCHO MiCIIE€ TIPOIIECY YIIPaBIiHHSI
KiOepiHIMACHTaMH B opranizauii kibepoe3neku mianpueMcTs. Lle 1ae MOKIHBICTh PaBUIIb-
HO BU3HAYUTH NPIOPUTETH MiJ Yac CTBOPEHHS IJIaHy pearyBaHHs Ta yIpaBlliHHS KiOepiH-
LUIEHTaMU 331151 3SMEHILEHHS 4acy BITHOBJIEHHS CUCTEM.

JleTanpHO omMcaHO KOXKEH €Tall MPOIIECy YIPaBIIiHHS KiOCPIHIIMICHTAMH SK TTOISIMHU
HaBMHCHOTO a00 HEHaBMHMCHOT'O XapakTepy, [0 CTAHOBIIATH 3arpo3y Oesneui iHdGopmaiii-
HUX cHCTeM ab0 MEPEeX 1 MOXKYTh NMPU3BECTH A0 MOPYIICHHS IXHHOTO HOPMAJIBHOTO (DyHK-
[IOHYBaHHS.

IIpouec ympaBiiHHS KiOEpiHIIMACHTAMH, IO € HEBiJl'€MHOI YaCTHHOK) 3aralibHoi
cTpaterii kibepOe3neKu miAMPUEMCTB, PO3IIIIHYTO SIK CUCTEMY, SIKa nependavae BUSBICHHS,
aHaJi3, pearyBaHHs Ta YCYHEHHS HACIIIKIB AeCTPyKTUBHUX monii. [lepmmii eTan mporuecy
yhpaBiiHHs KiOepiHINACHTaMU — BUSBICHHS MOIH, MiJ IKUMH PO3YMIIOTh NEBHI CUTYyaIlii,
AK1 MOXYTb MOPYIIUTH TUIOBY AisIbHICTH opraizamii. Jpyruii — copTyBaHHs Ta aHaii3
MoJ1iH, TOOTO KJIacH(iKallis MOTSHIIIMHNUX KIOSPIHIIM/ACHTIB, BU3HAYCHHS IPIOPUTETY IX YCY-
HeHHs. TpeTiii eTam — 11e BiANOBIIb Ta BiTHOBJICHHS, TOOTO pearyBaHHs Ha IHIMICHT, 0OMe-
JKEHHS BIUTHBY KiOEpiHIIMICHTY, MiHIMIi3aIlisl KO BiJ fioro HacTaHHs. UeTBepTHii — moJtit-
HICHHS] MOXIIMBOCTEH, TOOTO BiJTHOBJICHHS HOPMAIBbHOI pOOOTH CHCTEMH MiCIs JIOKai3allii
Ta 3HEIIKO/HKCHHS KiOSPIHIIUACHTY.

3po06IieHO BUCHOBOK, 110 [T 3a0e3neueHHs e(eKTHBHOI KibepOe3neKku miJnprueMCTBa
MTOBHHHI CHCTEMHO 3/IiIICHIOBATHUCS: OI[IHFOBaHHSI PU3HKIB, PO3POOIICHHS MOJITHK 1 MPOLIEAYP
0e3MeKkn, BUKOPUCTAHHS CY4aCHHX TEXHOJOTIH IS 3aXUCTy iH(OpMAalLliiHIX CHUCTEM, HaB-
YaHHsI IEPCOHAY Ta CTBOPEHHSI IJIaHy YIIPaBIiHHSA KiOEPiHIIUACHTAMH.

Knrouoei cnosa: suseienus nooiil, xibepbesneka, xibepinyudenm, Kibepzaeposd,
peazysannsa Ha Kibepinyudenmu, YNpasiinHsa KibepiHyuoeHmamu.

IToctanoBka npodaemu. Ympas-
JIHHSA KIOCPIHIIUACHTAMH € Ba)KJIIMBOIO
CKJIaJIOBOIO KibepOe3neku, OCKUIBKU J10-
1oMarae OpraizamisiM LIBUAKO peary-
BaTH Ha 3arpo3M Ta MIHIMI3yBaTH MIKOIY
BiJl 1HIIUJICHTIB, IO MOXYTh BILTUHYTH

© Basinenxosa A. 1., 2025

Ha iHpopMaliiiHi cucTeMu, AaHi, pecyp-
CH Ta pemyTalio opraHizaiii. 3axoau 3
opranizauii kibepOe3neku Ha MiANpUEM-
CTBI nepeadayvaroTh 3aCTOCYBAHHS CYKYTI-
HOCT1 METO/IiB 1 MPAKTHK 3aXUCTY 1HHOP-
MaliiHo1 iHpacTpyKTypH, AOKIaAaHHS
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MOCTIHHUX 3YCHJIb IIOJ0 3aXHCTy KOM-
I’ FOTEPHUX MEPEXK 1 CHCTEM, a TaKOX J1a-
HUX BiJ HECAHKIIIOHOBAaHOTO BUKOPHC-
TaHHS a00 MOMIKOKEHHS [1].

OcHOBHMMH LUISIMU KiOepOe3meku
€ [2]:

— 3aXUCT KOH(IACHIIIHHUX JTaHUX
(opraHizamisi MONITUKH O€3MeKH MO0
noctyny no iHgopmarii, 3anoOiraHHs
BUTOKY iH(popMaIli Ta HECaHKIIIOHO-
BaHOMY BUKOPHCTAHHIO JaHUX, a TAKOX
3aXMCT OCOOMCTHMX JAHHMX IpAaIiBHHUKIB
KOMITaHii);

— 3a0e3MedYeHHs MUTiCHOCTI iHpOop-
Marii (3anmoOiranns anbcudikamii ga-
HUX, TPOHUKHEHHIO MIKiJJTHBOTO TMPOT-
paMHOTo 3a0e3nedyeHHs, 3MiHEeHHI0 a0o
MOIIKO/KEHHIO JaHUX Mij yac 30epiran-
Hs a00 mepeaBaHHs ),

— 3a0e3MeveHHsl JTOCTYMHOCTI iH-
¢dopmauii (rapantyBanHs 6e3nepediiHol
poOOTH B peaJIbHOMY 4aci, TOCTYIHICTh
IUIsL KOPUCTYBauiB, yOe3NEeueHHs BiJ
Kibeparak 1 3a0e3medYeHHS OCHOBHHUX
GYHKIIA KPUTHUYIHO BAXJIWUBOi 1H(Gpa-
CTPYKTYpH).

B ymoBax cyuacHoro mugpoBoro
CBITY KiOEpIHIIMIEHTH MOXYTh BUHUKA-
i Oyap-KONH 1 B Oynb-sKiii opraizariii,
TOMY OCHOBHOIO MpPOOJIEMOIO MiJx Yac
HacTaHHsS KiOepIHIMIEHTIB € HeoOXin-
HICTBh PO3YMIHHS HE TIJIBKU TOTO, IO PO-
O6utu B pa3i IX BUHUKHEHHs, aje W sK
MIITOTYBATHUCS 10 IXHBOTO HMOBIPHOTO
HACTaHH$, CTBOPHUBILY €(EKTUBHHIMA MPO-
1[eC YIIPaBIiHHS KiOEpIHIIUACHTAMHU.

AHAaJi3 oCcTaHHIX NOCTiIKeHL i
nyOJaikanii. 3a 1aHUMU ONEPATUBHOIO
LEHTPY pearyBaHHs Ha KiOepiHUMACHTH
Jlep>xaBHOTO 1IEHTPY KiGep3axucty [ep-
’KaBHOI CIyKOM CHeliaJbHOTrO 3B’SI3KY
Ta 3axucty iHpopmarii Ykpainu [3], 3a
2023 pik Oyno omparboBaHo 148 Tucs4

MOTEHIIIMHUX KIOCPIHIMICHTIB, IO Ha
62,5 % Oinbire, Hix y 2022 pori.

Jlunie MOpPIBHIOIOYH CTaTHCTUKY
pe3yibTaTiB poboTH KibepdaxiBIliB cH-
TyaliiHOro IeHTpy 3abe3neueHHs Kidep-
6esnekn Ciyx6u Oesrekn YKpaiHu 3a
JIECSATh Ta OAMHAAIATE MicsiiB 2024 po-
Ky [4], MOXHA BU3HAYUTH, IO KIJTBKICTh
MPUNMHEHUX aTaK 3a MICSIhb CTAHOBHIIA
259, cepen HUX 55 — y peXuUMI peayb-
HOTO Yacy. Takox 31 CTaTUCTUKU BUSB-
JIEHHS Ta 3ano0iraHHs KiOepiHIUIECHTaM
1 kibepaTtakam B YKpaiHi 3a ClYEHb—JIHC-
tornag 2024 poky 6aunmo, 110 Haiyac-
TillIe aTaKaM MiJIa€ThCS CEKTOP JAeprKaB-
HO1 BJIaJ¥ Ta TPAHCIIOPTY, TaKOX (piHAH-
COBUU CEKTOpP, & OCHOBHUMH THUIAMH
3arpo3 € crnpoOu eKcIuTyaTalii Bpa3iu-
BOCTEH Ta BHKOPHCTaHHS IIIKiIJIHBOTO
nporpaMHoro 3ade3rnedyeHHs (aus. puc. 1).

B Vkpaini y cknani JlepxaBHoi
CITYOM CTIeIIaIbHOTO 3B’ 3Ky Ta 3aXHC-
Ty iHpopMmanii YkpaiHu icHye cmeri-
anpbHa YpsgoBa KOMaHIA pearyBaHHS
Ha KOMIT'IOTEpHI HaJ3BUYalHI TOMIi
CERT-UA [5], oCHOBHMMH 3aBIaHHSIMH
KOl € BEIEHHS [EpP:KaBHOIO DPEECTPY
KiOepIHIIMICHTIB, HaJaHHS JOTOMOTH
IIOJI0 3aro0iraHHs, BUSBICHHS Ta YCY-
HEHHsI HACMIJIKIB KiOepIHIMIACHTIB, PO3-
poOJIeHHST peKOMEH1allii 13 TUTaHb TIPO-
TuAll Kidep3arpo3am, IpOBEIEHHS 3aX0-
1iB 3 iH(GOpMyBaHHS II0A0 KiGep3axwuc-
Ty, B3a€EMO/IIA 3 IHO3EMHUMH Ta MIXKHA-
POIHMMHU OpraHi3alisiMi 3 TUTaHb pea-
T'YBaHHS Ha KiOEpIHIMICHTH W OIpallto-
BaHHS OTPUMAHOI Bijl TpomMaasH iH)Op-
Marlii npo KiGepiHIUAEHTH 1010 00’ €K-
TiB Kibep3axucry. Takox pimennsm Ha-
[IOHAJFHOTO KOOPJIWHAIIMHOTO LIEHTPY
kibepbesneku npu Pani HamioHanbHOT
Oe3mekn 1 00OpoHM YKpaiHU 3aTBep-
JOKEH1 3aralibHi IpaBuia oominy iH}op-
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Mmamiero npo kibepinumaentu [6]. Lli
MpaBHJia BiJNOBIIAIOTH PEKOMEHIAITiSM
€BporelicbKol areHIlii 3 Kidepoe3mneku
ENISA [7] ta nokymenty ®opymy Ko-
MaHJl pearyBaHHs Ta Oe3neKku. 3 MeToro
BIIPOBA/DKCHHSI €IMHOI TaKCOHOMETPii
KiOepiHIUACHTIB 17151 e(heKTUBHOTO 00-
MiHy iH(pOpMaLi€l0, IIBUAKOTO PO3yMiH-
Hs, AKHAX 3aXO0JIB HEOOXITHO BXKUBATH
JUIsL pearyBaHHs Ha TOW YW IHIIUN BUJ
KiOepIHLIUACHTY, a TAKOK BYACHOT'O 3aI10-

p3e

OCHOBHI KIBEP3AIrPO3M 3A 11 MICALUIB 2024 POKY
(3a pesynbratoM MoHiTOpuHry SIEM CL3K)

OiraHHs Kibep3arpo3aMm CTBOPEHO mepe-
JiK KaTeropii kibepiHuuaeHTiB [8]. AHa-
J113 HU3KH JDKEPEN 13 MPoOIeMaTHKH, 110
PO3TIIAIAETHCS, JOBIB, M0 KUTBKICTH 3a-
XOJIiB, SIKI MPOBOJATHCS K B YKpaiHi,
TaKk 1 IUJIOMY CBITI IIOJI0 BHSBJIICHHS,
pearyBaHHs Ta 3amo0iraHHs KiOepiHIu-
JEHTaM, CBITYUTH MPO T€, IO YyIMpaB-
JiHHS KIOEPIHIMICHTAMHU — I1€ OJHa 3
HaBaXIMBIIIUX MPOLEAYP YIpPaBIiHHS
iH(popMaliifHOI0 0e3MeKo0.

BUSABJIEHI TA MONEPEOXEHI
KibepiHUunaeHTH Ta KibeparTtaku BignosigHo go:

TMNy 3arposm * CeKTopiB KpUTUYHOI iHdpacT| n **
10/0 Undbposi Texuonorii
2o B A iyt 10/0 OX0poHa HABKONHIWHBOIO Cepefosiia
/o 10/0 JlepaBHuin MaTepianbHHA peseps
Cnpobn sTpyvanna [ Bxoay B cucremy | 20/ - = -
0/ 0 AYKOBI IOCNIPHEHHA
o )
3 = ColianbHHi 3aXKHCT
Wikinnneni eMict / cnam 2 /0 e -
80/ : 30/0 ManuBHO-EHEePreTHYHHM A
(s P :
KOMaHAHO-KOHTPONLHHA UeHTP # 3 /0 fipormcnosicrs
1 3 D/O ; 30/0 XapuoBa NpoMHCNOBICTh
Wikinnuee nigKnwYeHHR 40/0 Mpasocyann
340/0 6°/° LMBINbHAA 3aXHCT HaceneHHn
40 0/ Cnpobu excnnyatauili BpasnuBocTi 180/0 Diancoauil
o 2 8 0/0 Tpancnopruni
280/0 [epwaBna Bnafga
Takomw 3a 3piTHMA nepion nanani pexomennauil LoAO MiKIMIALT HeraTiannx wacninkie Ta 6 v thi OBHX i @ DDoS-ataK
* i igHo pp uaTaropi wibepi (np NP 183 HKLIK PHED Yipainu nif 25.10.2021 poiy)
== Bi Ao of exrin no wps b yRTyRH Kabinery e NT 1384 nin 16.12.2022)

Pucynok 1 — Cmamucmuxa eusignenns ma 3anobicanus
Kibepinyuoenmam i kibepamaxam 6 Yxpaini
3a ciyenv—aucmonao 2024 poxy

MeTta — 1OCTIANTH OCHOBHI KPOKH
npolecy YHpaBIiHHS KiOepiHIMIeHTa-
MU, TIPOaHaJIi3yBaTH OCOOIUBOCTI IXHBOT
oprasizariii Ta BU3HaYUTH MiCIIe MpoIIe-
Cy yHpaBJliHHs KiOepiHLIUAEHTaMH B IIPO-
1eci oprasizamii kKibepoe3neku Mmianpu-
emctBa. lle mactb MOXIMBICTH TPaBH-

JHHO BU3HAYHMTH TPIOPUTETH TIiJT Yac
CTBOPEHHS IJIaHy pearyBaHHA Ta yIIpaB-
JTiHHA KiOepIHIUAEHTAMU 3311 3MEH-
IICHHS Yacy B1JTHOBJICHHS CUCTEM.
Bukian ocHOBHOro marepiady.
KibepiHnmaeHT — 1e mojisi HABMUCHOTO
a00 HEHaBMHCHOTO XapakTepy, sKa CTa-
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HOBUTH 3arpo3y Oe3merti iHhopmarinuHux
crcTeM abo Mepex 1 MoXKe MPHU3BECTH J10
MOPYUICHHS IXHOT'0 HOPMAaJIbHOTO (yH-
kiionyBaHHs [9]. Takox kiOepiHIUICH-
TOM MOXXHA Ha3BaTH Oy/b-fKy MOAII0 B
iHpopMaiiiHiii cuctemi abo Mepexi, aKa
MOK€E TIPU3BECTH JI0 TOPYIICHHS KOH]i-
JEHIIHOCTI, HITICHOCTI 200 TOCTYITHOC-
Ti JaHUX 4Yd 1H(QOpMAIIHUX CHUCTEM.
BianoigHo mporec ymparmiHHS Kidep-
IHIUACHTaMU Tiepen0adae BUSBIICHHS,
aHaji3, pearyBaHHs Ta YCYHEHHs HACIi]I-
KiB JECTPYKTHBHUX TOJIN (IUB. pucC. 2)
[10]. Ockinbku BCi epepaxoBaHi eTanu
CIPSIMOBAaHI Ha 3aM00IraHHs HECaHKIIio-
HOBAaHOMY JIOCTYITY JIO CHCTEM, BUSIBJICH-

HS 3JI0BMHCHOTO ITPOTPaMHOTO 3a0e3re-
YeHHs, 3al00iraHHs aTakaM Ha Mepexi,
BUTOKY KOH(}IIEHIINHNX AaHuX, (ikca-
IIF0 Ta YCYHEHHS (PI3MYHUX UM JIOTIYHUX
nopyuieHsb y po6oTi iHdopMmarttiitHoi iHd-
pacTpyKTypH, a BiAMOBIAHO € TOCATHEH-
HSIM yCiX OCHOBHHX IIiJIeH KiOepOe3IeKH,
TO MOXHa BBa)KaTH, L0 YHpPaBIiHHS
KiOepiHIUACHTaMH 1 € HEOOXITHUM €Ta-
IIOM B Oprasi3airii KibepOe3neKu miImnpu-
emcTBa. Po3risiHeMo mporec yrpasiiH-
HS KIOepiHIMIEHTaMHU JeTalbHIIIe 3 Me-
TOK BHU3HAYEHHS OCOOJIMBOCTEH ioro
peatizarii miJ yac opraHizaiii 3ax0/iB i3
Ki0epOe3neKu Ha MiANPHEMCTBAX.

BusasneHHA
NoAiN

MoninweHHA
MOXJIMBOCTEN

CopTtyBaHHA
Ta aHani3

Bianosiab Ta
BIAHOBNEHHSA

Pucynox 2 — Ilpoyec ynpaeninus kibepinyudenmamu

[Iepmum eTanom mpouecy ymnpas-
JIHHS KIOCPIHIIMICHTAMH € BUSBIICHHS
MoAiN, MiJ SKUMH pPO3yMIIOTH TIEBHI
CHUTYyallii, sIKi MOKYTb TIOPYIIUTH TUIIOBY
TiSIIBHICTE OpraHizaiii. 30kpeMa 0
03HaK KiOepIHITUACHTIB Hanexath [11]:

— MOpPYIICHHS BUMOT KOH(imeH-
IMHOCTI — 11€ OTPUMaHHS HECAaHKIIIOHO-
BAaHOTO JIOCTYIY A0 iH(opMaIlii, BTpara
HOCIIB iH(opMarlii, cnpodbu oTpuMaTu
JOCTYIT BHINE HAJAaHOTO PIiBHS, CIPOOH
371aMy CHCTEMH,

Information Security of the Person, Society and the State. 2025. M 1 (38) 67




Dopmu, memoou i 3acoou 6uA6/1eHHA, OUIHIOBAHHA
[ NPOZHO3YBAHHA 34203 IHPopmauiiiniil Oe3neyi YKpainu

— TOPYIIEHHS BUMOT I[UTICHOCTI —
11e¢ BUSBJICHHS BIPYCIB Ta 1HIIOTO IIKIiJ-
JMBOTO MPOTPAaMHOT0 3a0e3Me4eHHsl, T0-
IIKOJKEHUX CEKTOPIB HA KOPCTKUX JHC-
KaX, MMOMMIJIOK, CIUTMBAIOYl MOBIJIOMIICH-
Hs, BTpaTa AaHUX a00 HE3aKOHHI TpaH-
3aKIII;

— TMOPYIICHHS] BUMOT JTOCTYITHOCTI
— IIe IPUIMMHEHHS pOOOTH CHCTEMH TIPO-
TATOM HEMPUHHSATHOTO TEPIOAy dYacy,
¢iznyHa KpaaiXkka IpuUcTpoiB 30epirau-
Hsa iH(DOpMallii, TpuBase nepeOyBaHHS
KOMIT IOTEPHUX BIpPYCiB B 1H(OpMaLiii-
Hill iHpacTpyKTypi.

Ha nepmomy ertani aHamTHKA 6€3-
neku abo CHiBpOOITHUKM MiANPHEMCTBA
MOXYTh TOMITHTH HETHIIOBY pPOOOTY
MPUCTPOIB, HAMPUKIIAJI, TTOBLILHY pO0O-
Ty TEPCOHAILHOIO KOMII'IOTepa, YacTe
CaMOBIJIbHE TEpPE3aBaHTAKCHHSI, TOSBY
a00 3HUKHEHHS MOBiOMJICHb uH (aii-
JiB, caMOCTiiiHe BHUMKHEHHS aHTHBIpY-
ca. Takoxx MOXIMBa HEaBTOPH30BaHA
cripoba A0CTyIy 10 OOJIKOBUX 3aIHCIB,
10 BHSIBJISETHCS Yepe3 MPOIeC Hajall-
TyBaHHS JBO(AKTOPHOI aBTEHTH(IKaA-
11ii, a00 HaBMaku OJIOKYBaHHSI MPOLIECY
aBTeHTH(}iKawLii yepe3 poOOTy mia UM
e aKkayHTOM Ha IHIIIOMY NPUCTPoi. Yce
BKa3aHe BUIIE € 03HAKaMH MMOTCHIIIHHUX
kibep3arpo3. Came TOMY BaX TMBUMH
3axofaMd Ha TEpIIOMYy eTalli yIpaB-
JiHHS KIOCpIHIIUIACHTAMHA € BHSBIICHHS
nofii, iX ¢ikcarisi, MpaBUIBHUIA OMUC
Ta 3BITYBaHHS, PEECTpallisl BHUSIBICHHUX
nofid y 6a3l maHuX KiOepiHIHMICHTIB,
BiJICT€)KEHHS CTaTyCy MO/ 1 mojabiia
00poOKa TaHUX BIAMOBIIHO /IO BCTAHOB-
JIGHUX TOJITHUK OE€3MeKH Ha MiANpHu-
€MCTBI.

Jlpyrum erarnom y mporieci ynpas-
JHHS KiOEpIHIUICHTAMU € COPTYBaHHS
Ta aHaii3 Mmojid, ToOTO Kiacudikaris

NOTEHIIMHUX KiOepiHIUIEHTIB, BU3HA-
YEHHSI MPIOPUTETY X YCYHCHHS.

3alie)KHO BiJ] XapakTepy Ta Maclil-
Ta0iB KiOEPIHIIMICHTH MOXKYTh OyTH KJa-
cudikoBaHi Tax:

1) iHIKUACHTH HU3HKOT BaXKIIMBOCTI
— MiHIMaJbHUN BIUIUB Ha CUCTEMY, SIKUI
HE MMPU3BOINTH JI0 CEPHUO3HUX HACIIIKIB;

2) cepio3Hi IHIMACHTH — IHIIH-
JICHTH, SIK1 CYTT€BO BIUTMBAIOTh HA (PYHK-
I[IOHYBaHHS CUCTEMH a00 MOXKYTb CIpHU-
YUHUTH BUTOKU KOH(IACHITINHUX JaHUX;

3) KpuUTHYHI IHIMICHTH — I1HIIH-
IEHTH, 10 MAIOTh BEIMKHMHM Macmrad 1
MOXXYTh TIPHU3BECTH 10 3HAYHUX (DiHAH-
COBHUX a00 penyTaniiHuX BTpaT JyIs opra-
Hi3alii.

JIJIs CBO€YaCHOTO pearyBaHHS Ha
KiOepiHIMAeHTH Kiacudikalis Ta mpio-
puresarlis KiOEpiHIIUMJIEHTIB TOBHHHI
OyTH TIpomHMCaHi 3aBYacHO y IUJIaHI Y-
paBIliHHS KiOEpIHIIMAEHTAMH OpraHi3a-
wii (muB. puc. 3).

Jns KOXXHOTO THUNY 1HIMICHTIB
MOXYTh OyTH pi3HI MAXOIU A0 iX BH-
SIBIICHHS, aHATI3y Ta pearyBaHHS, TOMY
BKJIMBO BU3HAYUTH CEPHO3HICThH 1HIIM-
JEHTY Ta MOTO BIUIMBY Ha MPOIECH B PO-
0oTi opraHizarii, iTeHTH(IKYBATH HKe-
pena 3arpo3u, SKUMH MOXYTh OyTH SK
30BHIIIIHI 3]I0BMUCHUKH, TaK 1 BHYTPIlIHI
MPAliBHUKH, a TAKOK BU3HAYUTH MOX-
JUBICTh MOPYIICHHS 3aKOHOJAaBCTBA,
BTPATH KJIIEHTCHKUX JaHUX 200 3yMUHKU
KPUTHUYHO BAXXIMBUX TPOIECIB HA MMiJ-
MIPUEMCTBI.

Tpetim eramom y mporieci ynpas-
TiHHS KiOepiHIUIECHTaMH € BiIMOBIIbL Ta
BIJIHOBJICHHS, TOOTO pearyBaHHs Ha iH-
UJCHT, OOMEKEHHS BILTUBY KiOEpiHIIH-
JEHTY, MiHIMi3allis ITKO/IX BiJl HACTAHHS
noxii. PearyBaHHs Ha KiOCPIHITUACHTH —
Ba)XJIMBa CKJIaJi0Ba CTparerii kibepoOes-

68 Ingpopmayiiina b6esnexa nroounu, cycninbcmea, oeprcasu. 2025. Ne 1 (38)




Forms, methods and means of detecting, assessing
and anticipating information security threats to Ukraine

MEeKH MiAMPUEMCTBA, KPUTHYHA I 30€-
PEXEHHs LUTICHOCT] 1H(OPMAIIHHUX CHC-
TE€M, 3aXUCTy KOH(DIIEHI[IHHUX NaHUX,
3ano0iranHs (iHaHCOBUM BTpaTaM 1 3a-
Oe3neueHHs Oe3nepediitHoi podoTH opra-
Hizamii. ToMy opraHizaiisi 4iTKO1, TOCITi-

Bucoka

TepmiHoeicTe CepepHs

Hu3bKa

JIOBHOT Ta OTIEPaTHBHOI CTpaTerii peary-
BaHHS Ha KIOCpIHIMIEHTH CTa€ HE0O-
X1IHOIO YMOBOIO JJIsl YCIIIIHOTO (pyHK-
1IOHYBaHHA Oy/ab-sIKO1 cydacHoi iHdpa-
CTPYKTYpH.

Bu3HaueHHA NPiOpPUTETY 3aN1eXHO Big BNAMBY Ta TEPMIHOBOCTI iHUMAEH
Bnnna

CepepHin Hu3bKMIH
2 3
3 4
4 5

Bu3HaueHHA yacy ANA BUPILLEHHA IHUMAEGHTY 3a/1€XKHO Big npiopuTery

Mpioper

1 KpUTHYHMI 1roa
2 Bucokui 8 rog
3 CepeaHii 24 rog
4 HuabKuiA 48 roa
5 MnaHyeTbcs 3annaHysatu

Pucynox 3 — Ilpuxnao uacmunu niany ynpasiinus Kibepinyuoenmamu
07151 BUBHAYEHHs npiopumemy KibepinyudeHmie

Jlo 3axo[iB pearyBaHHsl Ha KiOep-
IHIAAECHTH HAIEXKAaTh'

1) Bigkar0YeHHS a00 130JIALIis I10-
IIKOJKEHUX CHCTEM BiJl OCHOBHOI iH(]pa-
CTPYKTYpH, 1100 YHUKHYTHU TOATBIIOTO
MOIIUPEHHS 3aTPO3H;

2) mpoBeACHHS IU(PPOBOro Ciija-
cTBa i ¢ikcaiii (akTiB IHIUACHTY, IO
MOKe OYTH KOPHUCHUM Y TMOJAIBIIOMY
po3ciiyBaHHi;

3) BXKHMBaHHS 3aXOJIB OO YCY-
HEHHS BpPA3JMUBOCTI, SKIIO I1HIHIACHT
CTaBCs CaMe Yepe3 ypa3iuBiCTh CHCTEMH.

Tako BaXJIMBUMH JJISI BiTHOB-
JEHHS € pO3pOOJICHHS Ta pearizallis
3ax0/IiB pearyBaHHsI, iHpOpPMYyBaHHS 3alli-
KaBJICHUX CTOpPIH NpO KiOepiHIMICHT,

MOBIIOMJICHHS TIPO CTAaTyC MOl Ta BiJ-
CTEXCHHA KiOepIHIIUICHTIB.

YeTBepTUM €TAoOM Y IMpOLEC] yII-
paBIiHHS KIOEpIHIUACHTAMH € TIOJIII-
IICHHS MOXJIUBOCTEH, TOOTO BIiJHOB-
JICHHS HOPMaJIbHOI pOOOTH CUCTEMH ITic-
JIs1 JTOKaUTi3alii Ta 3HEIIKOKEHHS Kibep-
iHuaenty. e nepenbadae oprasizaiiito
MOKJIUBOCTI:

— BIJHOBJICHHS JIaHUX 13 pe3epB-
HHX KOIIiii;

— BWIIPABICHHS MPOTPAMHUX Ta
arapaTHUX TIOMUJIOK, SIKI MPHU3BETH 0
KiOepiHIUACHTY;

— OHOBJICHHSI CHCTEM O€3IECKHU JIJIs
3amo0iraHHs MOBTOPHOMY BTOPTHEHHIO;

— peai3allis mporecy MmoCTiHHOTOo
TECTYBaHHSI TIPOTPAMHOTO i armapaTHOTO
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Dopmu, memoou i 3acoou 6uA6/1eHHA, OUIHIOBAHHA
[ NPOZHO3YBAHHA 34203 IHPopmauiiiniil Oe3neyi YKpainu

3a0e3meueHHs] Ha MPEeIMET BUHUKHCHHS
Bpa3JINBOCTEH.

[Ticns 1HIUAEHTY BaXKJIWMBO TIPO-
BECTH aHaJi3 JJis TOro, 1100 BU3HAYUTHU
MPUYMHU HOTO BUHUKHEHHS Ta MOXKITUBI
IIUISIXY TIOKPAIIaHHS TPOIIECiB OE3MEKH B
MalOyTHROMY. 30KpeMa BaKIUBUMHU €
MOCTIHIUJCHTHUN aHaI3 JJI1 BUBUCHHS
MPUYHH 1 pe3ybTaTiB, pO3pOOJIEHHS HO-
BUX MOJITUK O€3MeKH Ha OCHOBI YPOKIB,
OTpUMAHUX TiJ Yac IHIUACHTY, MPOBE-
JICHHSI HaBYaHb 1 TPEHYBaHb CIIBPOOIT-
HUKIB 3 METOIO TiIBUIIEHHS IXHBOI 0013-
HAHOCTI 010 KibepOe3neKu.

BucnoBku. PearyBanns Ha kibep-
IHIUAEHTH € HEBIJ €MHOI0 YaCTHHOIO
3arajibHOi cTparerii kibepOe3meku mia-
npuemctBa. Crucrema eeKTHBHOTO pea-
IYBaHHS BKIIIOYA€ YiTKI €Tamu, IMOYH-
HAIOYM 3 BUSBIICHHS 1HIIUICHTY U 3aBep-
IIYIOYHM BITHOBJICHHSM 1 TiJIBUIICHHIM
TOTOBHOCTI oOpraizauii 10 MaiOyTHix
3arpo3. 3ajeXKHO BiJ TUNY IHIMUICHTY
3aX0AW pearyBaHHSI MOXYTh OyTH pi3-
HUMH, TPOTE BAXKJIHMBO, HIOOM Ipolec
OyB OpraHi3oBaHHM 1 BiJpaIlbOBaHUM
JUIsl 3a0€3TeUeHHs] MiHIMaJIbHUX BTparT.
[MocriliHuii MOHITOPUHT, HABYAHHS IEp-
COHAJIy Ta BAOCKOHAJICHHS IOJIITUK 0e3-
NIEKU JIONIOMAraroTh 3HU3UTH PU3UKH Ta
MiJBUIIATH CTIMKICTh MIAMPUEMCTBA 10
Kibep3arpos.

Takox epeKTUBHE YNpaBIiHHA
KiOepiHIuAeHTaMH oTpedye HasIBHOCTI
Ha TIANPUEMCTBI J100pe OpraHi3oBaHOI
KOMaHIH, Y CKJIaJl SKOi € pi3Hi (axoBi
Tpynu:

— KepiBHUK ab00 MEHeIKep 1HIIH-
NEHTY, SKUW BIAMOBIZAE 3a 3aralibHe
yIpaBJIiHHS 1HIUACHTOM, KOOPAMHALIIIO
Ji{ TPyH 1 MATPUMKY 3B’SI3KYy 3 BHUIIIUM
KEpiBHUIITBOM;

— IT Ta Oe3meKOoBI CIIEIIATICTH, K1
NPAIIOIOTh HAJl TEXHIYHUMHU acTeKTaMHu
pearyBaHHS Ta BIIHOBJICHHS;

— 1opucTU Ta (axiBli 3 pErysiro-
BaHHs, SIKI JOTIOMararoTh BUPINIYBAaTH
MUTaHHS MPABOBUX HACIIJIKIB 1HIIUCH-
Ty, HTOTPUMaHHS HOPMATHBHUX BUMOT i
3aXHCTY peryTarlii,

— CIIEHiaJliCTH 3 KOMYHIKaIliid, KOT-
pi 3aiiMarOTbCs B3a€EMOJIIEIO 3 BHYTPIIII-
HIMJA Ta 30BHIMIHIMH 3aliKaBJICHUMA
CTOpPOHAMH, BKJIIOUAIOYH KJII€HTIB, MapT-
HEpIB 1 peryiaTopHi OpraHu.

Orxe, s 3abe3nedeHHs edek-
TUBHOI KibepOe3neku MmiImpueEMCTBA I0-
BHHHI CHUCTEMHO 3IiHICHIOBAaTHUCS. OLl-
HIOBaHHS PHU3HKIB, PO3pPOOJIEHHS IOJi-
THUK 1 Iporieyp Oe3neku, BUKOPUCTAHHS
CyJacHUX TEXHOJOTIH Ui 3aXUCTy iH-
dbopmaritHuX CUCTEM, HaBYaHHS T1ePCo-
HAJTy Ta CTBOPEHHS IUJIaHy YIPaBIiHHS
KiOepiHIICHTaMU.
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Vavilenkova A. 1.

THE CYBERINCIDENT MANAGEMENT PROCESS AS A NECESSARY STAGE
IN THE ORGANISATION OF ENTERPRISE CYBERSECURITY

The article explores the main steps of the cyberincident management process, analyses
the features of their organisation, and defines the role of cyberincident management within
the overall cybersecurity framework of enterprises. This allows for the proper identification
of priorities when developing an incident response and management plan to reduce system
recovery time.

Each stage of the cyberincident management process is detailed, focusing on deliberate
or accidental events that pose a threat to the security of information systems or networks and
can lead to a disruption of their normal operation.

The cyberincident management process, which is an integral part of the overall
cybersecurity strategy for enterprises, is viewed as a system involving detection, analysis,
response, and mitigation of the consequences of destructive events. The first stage of the
cyberincident management process is event detection, where certain situations are identified
that could disrupt the organisation’s regular activities. The second stage involves sorting and
analysing events, i.e., classifying potential cyberincident and determining their priority for
resolution. The third stage is response and recovery, which includes responding to the
incident, limiting its impact, and minimising the damage caused by its occurrence. The fourth
stage is improvement, which focuses on restoring normal system operations after the
cyberincident has been localised and neutralised. Thus, the cyberincident management
process is an essential component of the organisation’s cybersecurity framework.

The conclusion is drawn that to ensure effective cybersecurity, enterprises must
systematically implement risk assessment, development of security policies and procedures,
use of modern technologies to protect information systems, staff training, and the creation of
a cyberincident management plan.

Key words: event detection, cybersecurity, cyber incident, cyber threat, cyber
incident response, cyber incident management.
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