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CKAHEPH BPA3JINBOCTEM TA IXHS POJIb
Y 3AXOJAX I3 KIBEPBE3IIEKH

Y crarti ommcaHi W aHAMI3YIOTHCSA (YHKIIOHAIBHI XapaKTEPUCTHUKU TOITYJISIPHIX
CKaHEpiB Ypa3IMBOCTEH i3 METOI0 KOPEKTHOTO iX 3aCTOCYBaHHS UISI PAaHHBOTO BHSBICHHS
3arpo3 1 BXKUTTS 3aXOJiB Uil YCYHEHHsI BPa3JIMBOCTEH JO TOro, SIK BOHH IPU3BEAYTH IO
cepito3Hux HaciinkiB. CkaHepu Bpa3lWBOCTEH AAIOTh 3MOTY BUSBISTH NMOTEHLIHHI Bpa3iu-
BOCTi B IPOrpaMHOMY 3a0e3MeUeHHi, HATAMTYyBaHHAX CEPBEPIB, MEPEkKaAX Ta 1HITUX KOMIIO-
Henrtax IT-inppactpykrypu. ChOroaHi icHye BeNMKa KUIBKICTh PI3HOMaHITHHX CKaHEpiB
ypa3IMBOCTEH, MpOTe BUKOPUCTOBYIOTHCS BOHM Ui pi3HMX wineid. Tomy mepen 3acrtocy-
BaHHSIM CKaHepa NIEBHOTO THITY HEOOX1THO JIOCIIIUTH OCOOIMBOCTI OT0 pOOOTH, BAOKPEMHUTH
crierpivni 067aCT] 3aXUCTY IaHHX, Ha SIKi CIIPSIMOBAHO (DYHKITIOHAIBHI 0COOIMBOCTI pOOOTH
CKaHepa, Ta 3’ACyBaTH, UM MiIXOIUTh TAKUH IHCTPYMEHT JUIsl TIOCTABJICHOTO 3aBJaHHs y cdepi
KibepOesneKH.

Came mocTiKEHHIO 0COOIMBOCTEH POOOTH TaKMX CKaHEPIiB ypa3mHBOCTEH sk Nmap,
Nessus Professional, Acunetix Ta Aircrack-ng npucBsd4eHO MaTepiain CTaTTi, aJke CKaHEepU
Bpa3MBOCTEH — 1€ BaXKIIMBA CKJIAaI0Ba CTparterii xibepOesmeku, sika momomMarae 30epiratu

LTICHICTB 1 0€3MEKy CHCTEM.

Knrouosi cnosa: xibepbesneka, xibep3acposu, CKaHepu 6pasiusocmet, ypasiuoCcmi

cucmem i Mepesic, YCYHEeHHsl 8pa3Iu60Cmell.

ITocTtanoBka mpodJjemu. CkaHe-
pU Bpa3MBOCTEH € KPUTUYHO BaXKJIH-
BHMH IHCTPYMEHTAMHU JIJIs 3a0€3TICUCHHS
oesnieku IT-iHGpacTpykTypu opraniza-
i, IXHIX 1HOOPMAIIHHUX CHCTEM 1 Me-
pex. CkaHepu Bpa3IMBOCTEN 1at0Th MOX-
JIUBICTh BUSIBIIATH TOTCHIIWHI Bpa3Jiv-
BOCTI B IPOTpaMHOMY 3a0e3IeueHH1, Ha-
JAITYBaHHSAX CEPBEPIB, MEPEKAX Ta 1H-
mux komnoneHTax [T-iHdpacTpykTypu.

Xoya CKaHEepH BPa3JIMBOCTEH € IO-
TY>)KHUM 1HCTPYMEHTOM JJIsl BHUSIBJICHHS
cmabKuX MiCIlb Y CHCTEMax 1 Mepexax,
1XHE BUKOPUCTAHHS MOB’s13aHE 3 HU3KOIO
po6sieM Ta ooOMekeHb. Harpukiia, sxio
CKaHep MOMIJIKOBO 1eHTUdIKye 0e3-
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Me4YHI KOMITOHEHTH SK Bpa3JIMBi, II€
MO3K€ MPU3BECTHU JI0 BUTPAT Yacy Ha aHa-
713 1 BUTIPABJIEHHS HEMOTPiOHUX TPOoO-
seM. CkaHepu Bpa3JIMBOCTEN HE 3aBXKIU
3/1aTHI BUSIBUTH HOBIi, HEBIJOMI Bpa3iu-
BoCTi abo cmenudiyHl I TEBHOTO
cepenoBuIla MpodieMu B KOHGIrypartii.
ToMy aBTOMaTHUHI CKaHEPU HE MOXKYTh
3aMIHUTH TOBHOIIHHUHN TecT. [IpoBeneH-
HS CKaHYBaHHS Bpa3IMBOCTEI MOXe CTBO-
PUTH 3HAUHE HaBaHTAXXCHHS HAa CUCTEMY
a0 Mepexy, 0COOJIMBO, y BEIMKUX a00
ckiagHuX iHdpacTpykrypax. [Ioou mpa-
BUJIBHO IHTEPIIPETYBATH Pe3yIbTaTH CKa-
HYBaHHS 1 3pO3yMITH, SIKi BPa3JIMBOCTI
JHACHO € KpUTUIHUMH, HEOOX1/IHI BHUCO-
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KOKBaTi(piKOBaHI CIICIIIANIICTH 3 O€3MEKH.
Be3 Takoi kBamidikariii opraxizauis Moxe
BUTPATUTH Yac Ha MEHII Ba)KJIMBI Bpa3-
JAUBOCTI 200 3HEXTYBATH CEPHOZHUMU
npobiemamu. CkaHepu Bpa3IuBOCTEH
3a3Buuail  (POKYCYIOTHCS Ha BiJIOMHUX
YPa3IMBOCTAX 1 TEXHIYHHX MpolieMax,
OJTHAaK BOHU HE MOXYTb IOBHICTIO 3aMi-
HATH 1HIII aCIEKTH O€3IIEKH, TaKi K JIIO-
ChKHI (hakTOp, colianbHa iHXEHepis,
30BHIIIIHI 3arPO3H.

Bepyuu mo yBaru mi ocoOIMBOCTI,
BXJIMBUM € pETeNbHE MOCIIKCHHS
poOOTH CKaHEPiB YPA3IUBOCTI K OJTHOTO
3 OCHOBHHUX IHCTPYMEHTIB Mij yac po0o-
TH CUCTEMH 3aXUCTy iH(opMalrii 3 MeToI0
BUSIBIIEHHS HEIOJIKIB 1 JOLIJIBHOCTI IX-
HbOT'O BUKOPHUCTAHHS B TEBHIM cHCTeM.
AKe CKaHepu HE aHaNi3YIOTh JIOTIKY
IPOIIECIiB 1 MEXaHI3MiB, a TOMY MOXYTb
JlaBaTH BEJIMKY KUIBKICTh XHOHHX CIIpa-
I[IOBaHb, BIJINIOBITHO BUIPABJICHHS Bpa3-
JTUBOCTEN MOTPeOye TOAATKOBOTO aHai-
3y pe3yJbTaTiB CKAaHyBaHHSI.

AHaJi3 OCTAaHHIX MOCHITKeHL i
nyOJaikanii. CkaHepu Bpas3iIMBOCTEN
BUKOPUCTOBYIOTh JUIsl PAaHHBOT'O BUSIB-
JIGHHS 3arpo3, TOOTO IIe 10 TOTo, SK iX
MOXYTh 3aCTOCYBATH 3JO0BMUCHHKH. Lle
J1a€ MOXKITUBICTh CBOE€YACHO BXKHUTHU 3aX0-
JiB JUIsl YCYHEHHS BPa3JIUBOCTEH 110
TOTO, SIK BOHU NIPU3BEAYThH 0 CEPHOZHUX
HACIIAKIB, TaKUX SK BHUTOKH [TaHHX,
3apaKeHHs IIKIAJUBUM HPOrpaMHUM
3a0e3neueHusIsM a0o0 IHIN BHAM aTak,
PO IIO CBiTYaTh BUCHOBKHU, BUKIIACHI
y crartax mnpoBigux IT-kommaniit i
pecypcis, 30kpema «TechExpert IT com-
pany» [1], «ITS Red Team», «Get PCI
compliance», Bigomoro y cdepi mneH-
TeCTUHTY pecypcy Mukutn Kuuma
hackyourmom.com [2] Ta iH.

Cucremu, 1o 36epirarote abo 00-
poOusAI0Th KOHGiAEHIIHY 1HpOpMAaLito,
€ OCHOBHOIO LIIJUTIO ISl XakepiB. Buko-
pUCTaHHSI CKaHEpiB J0loMarae 3Haxo-
JTUTH HEJIOJIKHM Y 3aXUCT1 JTaHUX, TaKi K
HENpaBWIbHI HANAIITYBaHHS JIOCTYILY,
BIZICYTHICTh muGpyBaHHS ab0 Bpasiu-
BOCTI y BeOJj0/jaTKax, 110 MOXYTh CTaTH
NPUYMHOIO0 BUTOKY KOH(iJIEHIIHHOT iH-
¢dopmanii. CBoeyacHe yCYHEHHSI TaKuX
ypa3IMBOCTEH MiHIMI3y€e PU3HMK BUTOKIB
NepCOHANTBHUX JIaHUX, (DIHAHCOBOT UM iH-
o1 BaxuBoi iHpopmauii. Li mpodnemu
BUCBITJIEHI B 1H(OpMaLiiHO-aHAITHY-
HoMy maijkecti «KiGepOesneka B iH-
dopmaniiinomy cycniabcTBi» [3], pobo-
Tax 1HO3EMHUX 1 BITYM3HAHUX JOCHIIHU-
kiB: Jlx. Epikcona [4], I1. Enre6pencona
[5], A. AHocoBa, B. Bypsiuka [6], M. 11le-
necra, B. Xopomika [7] Ta iH.

IIle ogHMM OCHOBHHMM AacCIEKTOM
poboTH ckaHepa Bpa3IUBOCTEH € mepe-
BipKa 3acTapiiMxX Bepciii mporpamHOro
3a0e3nedeHHs. Bpa3nuBocTi B mporpam-
HOMY 3a0e3MeueHHi 4YacTO BUHHUKAIOTh
4yepes Te, M0 PO3POOHHUKHU MPUTTHHSIOThH
BUITYCKaTH OHOBJICHHS 200 maTdi JJIsl cTa-
pux Bepciil. CkaHepu aBTOMaTUYHO BHUSIB-
JSIOTh TakKi CUTYaIlil Ta MOBIJOMIISIOTH
npo HEoOXiAHICTH OHOBIEHHS. Takum
YUHOM 3MEHILIYETHCS KUIBKICTh ypasiu-
BUX CHUCTEM, SIKI MOXKYTh OyTH aTaKOBaHi.

CkaHepH Bpa3IMBOCTEH TaKOX aBTO-
MaTHU3YIOTh MPOLIEC MEPEBIPKU BCIX KOM-
noHeHTiB ckinagHux IT-cucrem Ta indpa-
CTPYKTYD, III0 1a€ MOXJIUBICTh €(heKTHB-
HO BHKOHYBATU PETYJSIpHI ayauTu Oe3-
neKkd i 3a0e3MmeuuT HTICHICTh 1H(DOP-
MariiiHoi cuctemu. bararo opranizariii
[IOBUHHO BIAIOBIJaTM BHUMOraM CTaH-
JIapTiB Oe3MeKw, HANpPUKIAN, Ul IIa-
TDKHUX CHUCTEM, JJISi OXOPOHH 370POB’sI
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a0o0 1S 3aXUCTY MEPCOHAIBHUX TaHHX.
CkaHepu Bpa3JIMBOCTEH J10TIOMAaraloTh
HE JIMIIEe BUSBISATH 3arpo3u, ajue i oii-
HIOBATH BIAMOBIAHICTh IIUX CUCTEM yCTa-
HOBJICHMM BHMoram. 30KpemMa B CTaH-
naptrax HATO STANAG 4774 ADATP
— 4774 #perbcd mpo acHeKTH YIpaB-
niHHA iHOopMali€ro, HeoOXiaHI s 3a-
Oe3neyeHHsa Oe3neku oOMiHy iH(popMa-
miero [8].

besneka manux i HaxidHicTh IT-
CHCTEM MalOTh BEJIMKHUI BIUIUB Ha peIry-
Talilo KommnaHii. byab-skuii iHIUIEHT
Oe3neku, SIKUil TPU3BOAMTH 10 BTPATH
JTaHUX KITIEHTIB a00 1HQPACTPYKTYPHUX
3001B, MO’KE CEpi03HO MiipBaTH AOBIpY
1o opranizauii. CkaHepu Bpa3IuBOCTEH
JI0TIOMAraroTh 3HU3UTH HMOBIPHICTh Ta-
KHX IHIUJASHTIB [9], MiATpUMYIOYH BUCO-
KU PIBEHb 3aXMCTY JAHUX 1 CUCTEM.

Merta — HOCHIAMTH OCOOIUBOCTI
poOOTH HAWMOMYNAPHIIIUX CKaHEepiB
ypazUBOCTEH, BU3HAYUTH TXHI ITepeBaru
Ta HEJOJIKHU JUIsI BUKOPUCTAHHS B 3aX0-
nax 3 oprasizaiii y chepi kibepOesmeku,
0 TAaKOX JacThb MOXJIMBICTH BHOKpE-
MUTH cnenudiyai o0nacTi 3aXUcCTy Ja-
HUX, JUISI TECTYBaHHS BPA3JIMBOCTI IKUX
MOTPiOHO 3aCTOCOBYBAaTH IE€BHI BUIHU
CKaHEepiB ypa3anuBOCTEH.

Bukiaaag ocHoBHOro Mmarepiaiy.
BukopucranHs ckaHepiB ypa3IuBOCTEH
J1a€ 3MOT'Y 3HU3UTU WMOBIPHICTh YCHIIlI-
HOI aTak Ha CHCTEMY, L0 B PE3yJbTaTi
€KOHOMMTL 3HAuYHI KOIUTH, HEOOXImHI
JUTSL BUTIPABIICHHST HACII/IKIB 1HIIHICHTY.
ATaxu, 1110 TPU3BOASATH JI0 BTPATH TaHUX
a00 3ynmuHKH Oi3HEC-TIPOIIECiB, MOXKYTh
KOIITYBAaTU opraHizauii Habarato Oiib-
111€, HiX IPOCTE YCYHEHHsI BPa3IuBOCTEH
I1€ J0 MOYaTKy aTaKH.

IT-cucremu MOCTIHHO 3MIHIOIOTb-
csl, Tak camo SIK 1 Mmetoau aTak. CkaHepu
BPa3JHUBOCTEN 3a3BUYAl PETYISPHO
OHOBJIIOIOTHCS, 1100 ypaxoOBYBaTW HOBI
3arpo3u, eKCIJIOWTH Ta BPa3JIMBOCTI, 10
3’BJISIIOTHCS Ha pUHKY. Lle mae moxiu-
BICTh OpraHizamisM aganTyBaTUCS 0
HOBHX THIIB aTak i 30epiraTu BHCOKUH
piBeHb O€3MEKU CBOiX CUCTEM.

Jlns aHanmizy ocoOnMBOCTEH cKa-
HEpIB ypa3IUBOCTEH Ta IXHBOTO CHEIH-
¢iyHOTO (HYHKIIIOHAIBHOTO TMPU3HAYEH-
HSl PO3TJITHEMO MPHKIAIN POOOTH cep-
BiCiB, IO HAHYACTIIIIE 3aCTOCOBYIOTHCSI.

Nmap — ne yrwrita Kali Linux i3
BiJIKpUTUM BHXITHUM KOJIOM JJISI TOCIi-
JDKEHHST MEepexXi Ta IepeBipku Oe3rneku,
po3po0ieHa JUIst MIBUIKOTO CKaHYBaHHS
BEJIMKUX MEPEXK, BU3HAYAE JOCTYITHI XOC-
TH B MEpeXi Ta iXHI XapaKTepUCTHUKH.
Jnst podoru 3 Nmap moTpiGHi mpasa
cynepkopucrtysaua (root), Tomy nepen
3MIACHEHHSAM KOMaHJ JUIs CKaHyBaHHS
NOTPIOHO TEPEeHTH B PEXHUM CYIEpKO-
pHUCTyBaua, BBIBIIM B KOMAaHIHHUNA PSAIOK
sudo su Ta miATBEPAMBIIM MTAPOJIb.

IcHye Oarato kmOYiB Ui 37iiic-
HEHHsI ckaHyBaHHs noprtiB [10], Hanpuk-
Jaj, OCHOBHI 3 HuX [11]:

— CKaHyBaHHS 3a ojnHieio [P-anpe-
coto: Nmap 192.168.1.1 (nuB. puc. 1);

— BHU3HAUEHHS TOMNIOPTIB: NMap
-top-ports 25 192.168.1.17,

— cKaHyBaHH# Bcix IP-aapec i3 mig-
Mepexi: nmap 192.168.1.x;

— CKaHYBaHHS I1iJIeH, CIIMCOK SKUX
3HaxXomuThes y (aim *.txt: nmap -iL
targets.txt;

— ckanyBaHHs TCP-nopriB, 1 K110
NOPT BIAKPUTHIH 1 IPOCITYXOBYETHCS, TO
pe3yNbTaT BUKOHAHHS YCIIIIHUHN, TOOTO
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3’eHaHHs Oyae BCTAHOBIIEHE, y MPOTH- — piNg-ckaHyBaHHS Uil OTPUMAaH-
JIe)KHOMY BUIIAJIKY BKa3aHUH MOPT € 3a-  Hs iH(popMaIlii mpo aKTUBHI XOCTH B CKa-
KpuTUM abo JOCTyN 0 HBHOro 3abio-  HOBaHiM Mepexi: Nmap -sn 192.168.1.17,

KOBaHO 3acobamu 3axucty: nmap -sT — BH3HAYCHHs ONepaliiiHoi cuc-
192.168.1.17 (nuB. puc. 2); TeMHU BiggameHoro xocty: nmap -O
192.168.1.17,

[sudo] password for kali:
/home/kali
192.168.1.1
Starting Nmap
Nmap scan report for 192
Host is up (0.00070s
Not shown: 997 cl
PORT STATE
3/ open
open
: cp open
MAC Address: 64:D1:54:5E:66:D6 (Routerboard.com)

Nmap done: 1 IP address (1 host up) scanned in @.71 seconds

[home/kali
192.168.1.17
Starting Nmap 7.93 ( https nmap.org
Nmap scan report for 192.168.1.17
Host is up (0 s latency).
Not shown: fi ed tcp ports { ”':'-TE'EFJDH‘_':E:‘
STATE SERVICE
open http
open msrpc
open netbios-ssn
open microsoft-ds
open iss-realsecure
open apex-mesh
open wsdapil
Cp open http-proxy
MAC Address: : . ackard)

Nmap done: 1 IP address (1 host up) scanned in 4.95 seconds

Pucynox 2 — Ilpuxnao cxanysanus TCP-nopmis

— CKaHyBaHHS XOCTa, 3aXUIICHOTO — CKaHyBaHHSI 32 33/IaHUMU TIOpTa-
Opanamayepowm, 3a ioro IP-agpecoro: mum: nmap -p 21,53,80 192.168.1.17.
nmap -PN 192.168.1.1;
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OTxe, BUKOPUCTAHHS CKaHepa
Nmap nae MOXJIHBICTh Ai3HATHCS 1H(OP-
Mallito Mpo BIAKPUTI MOPTH, IXHI Xapak-
TEPUCTUKH 1 B pe3yJbTaTi 3aBUYaCHO 3a-
KpUTH HeOaxkaH1 BXOAH B MEPEKY.

Nessus Professional — e ckanep,
NpPU3HAYCHUN JUIsI BUSBJICHHS Bpa3iH-
BOCTEH y Mepekax, CUCTeMax 1 JoAart-
Kax, 30KpeMa Bpa3JIMBOCTEH B orepariii-
HUX CHCTEMaX, MEPEKEBUX MPUCTPOSIX

< Back 1o My Scans

W My Scans

Hosts |1 | Vulnerabilities (58|  History 1
W Cemo Scans
@ Old Scars ] Filtor = ), | 58 Vunerabiities
W Al Scars
B Tash Sev « Name Family «

B cscoi0s Setware DH...  CISCO

O Poicies Cisco 108 Softwars Sm...  CISCO
u Plugin Rules
B Customized Reports Cisco [0S EnergyWisa ...  CISCO
& Scamers

Cisco I0S IKEv1 Fragm...  CISCO

Cisco 105 IKEV2 Fragm...  CISCO

Ciseo 05 Multicast Ao, CISCO

Cisco |05 Software CIP...  CISCO

gagaana

Cisco |05 Software Chu...  CISCO

O ETE Cecol0S Software Pl CiSCO

Ta cepBicax [ 12]. BiH BUKOPHCTOBY€EThCS
JUIsL OLIIHIOBAaHHS KOH(Iryparii, mpaBu-
JLHOCTI HAJIAIITYBaHHS CUCTEM 1 MEPEX,
BUSBJISIOYM TOTEHIIIiHO HebOe3meuHi
CIIy’)kOH, a TaKOX JJIsi CTBOPEHHSI BjIac-
HUX TMOJIITUK OE3MEKH MI0/I0 TPOBEICHHS
CIeLiaNTi30BaHuX TEPEeBIpOK 1 TeHeparii
JeTaTbHUX 3BITIB 13 PEKOMEHAIisIMU
(muB. puc. 3).

g FR—— [— [—

Count = Scan Details

switch2

Status: Complated
Advanced Scan
Local Scanner
Today 8t 3:32 PM
End: Today at 338 PM
7 minutas

Critical
High
Meciiun

" s 50w

Info

Pucynox 3 — Ilpuxnao pobomu Nessus Professional

Nessus miaTpumye poOOTy 3 pis-
HUMHU OTepalliiHUMU CUCTEMaMH, 30Kpe-
ma Windows, Linux, macOS, i3 mepesxe-
BUMH TPHUCTPOSMH Ta BipTyaJlbHUMHU
cepenoBuiamu. IlepeBaramu Nessus €
peryisipHi OHOBJICHHsSI 0a3u Bpa3JIMBOC-
TeH, 1HTerpais 3 IHIIUMH MPOTYKTaMHU
Tenable Ta MacmrraboBaHICTb, IO OA€
3MOT'y BUKOPUCTOBYBATH HOTO SIK y Ma-
JINX KOMIIAHISAX, TaK 1 Ha BEIHUKUX IIiJ-
MIPUEMCTBAX.

Ckanep Acunetix Ja€ MOXJIHBICTb
BUSIBUTH OLITBIIIE CEMU TUCSY yPa3IHUBOC-
Tel, cepen sxkux SQL-iH’exuii, Hempa-

BWJIBbHI KoHirypartii, XSS-in’ekuii, ci1ad-
Ki mapoii, BIAKpHUTI 0a3W JaHHUX 1 30B-
HIILIHI BPa3JIMBOCT1, CKAaHYBATH BC1 CTOPiH-
K1 Ta Bebnporpamu [13], ckianuHi Oara-
TOpiBHEBI ()OPMHU Ta HaBITh 3aXHUIIEHI
napoJjem o0sacTi caity (nuB. puc. 4).
Acunetix aHamizye Ta CTBOPIOE
CTPYKTYpY caiiTy, 0OpoOIIsitour BCi 3HAii-
JIeHl TOCWJIaHHA 1 30uparoun iHpopma-
IiI0 TPO BCi BUSIBJEHI (ailnu, nam Tec-
Ty€ BCi BEOCTOPIHKH 3 €JIEMEHTAMHU IS
BBEJICHHA JaHUX 13 BUKOPUCTaHHAM yCIX
MOXJIMBUAX KOMOIHAIIA 1 JOCIIIKYE
oTpuMaHi pesynbTaTu. Komm Bpaszmu-
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BICTh BHSIBIIEHA, Acunetix BUJa€e mornepe-
JUKEHHS, SIKE MICTHUTh OIHC YPa3JIMBOC-
Tel 1 peKoMeHaail 17 1X yCYHEHHS.
Ckanep Aircrack-ng sBinsie coboro
Ha0ip IHCTPYMEHTIB [JIs1 ayIUTY Oe3NeKu
0€3IpOTOBUX MeEpeX, a HOro OCHOBHA
MeTa — TeCTyBaHHs O€3MeKU Mepex s
BUSIBJICHHSI MOXKIIUBUX YPa3JIMBOCTEH Ta
3namy KioviB mudpysanus Wi-Fi [14].
Takox ckaHep BUKOPUCTOBYETBHCS IS
NepeBipKU HAAIHHOCTI MapOIIiB 1 3aXUCTY

0e3IpOTOBUX MEPEX BiJ] HECAHKIIIOHO-
BAHOTO JOCTYIly, MOXXE 3aXOIUTIOBATH
MAKeTH JIaHUX Yy pEaIbHOMY Yaci, BUKO-
pUCTOBYe 3i0paHi MakeTH Ui CIpooH
3namy kimrodiB WEP, WPA, a6o WPA2
3a JIOTIOMOT'OI0 CTaTUCTUYHOTO aHai3Yy,
aTak 3a CIOBHHKOM abo brute-force, a
TaKOXX HAJa€ MOXKIUBICTh MEPEXOILTIO-
BaTH ¥ aHai3yBaTH MEPEXKEBl MaKeTH
(nuB. puc. 5).

[ W Stop Scan ] [ 1l Pause Scan I [ B Generate Report = | I B Exportto =
Events
Activity In Progress
Owerall Progress. 8%
A\ Initial request to site returned status 404 : Not Found Jun 14, 2024, 7031 AM
@ canning using v24 4 240514098 Jun 14, 2024, T:11:31 AM
A\ Anfivirus not found Jun 14, 2024, 7:11.31 AM
Average Response Time Paths Identified
1ms 9
Latest Alerts olalolo
@ Subrescurce Intagrity (SRI) Nat Implemented Jun 14,2024, 74T AM

cloudfiare

v Scan
82 Overview R |
@ Discovery +
ScanInformation  Wulnersbilities  Site Structure  Scan Statistics
B Targets +
€ Scans —
W Acunetix Threat Level 2
~ | One or mare madium-severity type vulnerabilities have baen
1 Reports | || discoversd by the scanner. You should investigats each of these
W Medium [ vulnerabilities to ensure they will not escalate to maore severs
problems.
Scan Duration Requests
3m 5s 12,544
Target Information
L +
Address https:t
Server
canner Operating System

Identified Technelogies
Respansive

Unknown
PHP
s @ HTTP Strict Transpert Security (HSTS) Errors and Warnings  Jun 14, 2024, T:3:40 AM

@ Permissions-Policy header not implemented WJun 4, 2024, T13:40 AM

@ Content Security Policy (C5F) Not Implementad Jun 14, 2024, 7140 AM

@ Web Application Firewall Detactad Jun 14,2024, TA335 AM

Pucynox 4 — Inmepgetic pobomu cxanepa sepasiueocmeii Acunetix

Iactpyment Aircrack-ng cras momy-
JSIPHUM 4Yepe3 JOCTYIHICTb, BIAKPHUTI
Ji1eH3ii, HOro TaKoX 4YacTO BUKOPHC-
TOBYIOTH SIK OCBITHIM 1HCTPYMEHT ISt
HaBUYaHHS €TUYHUX XaKEPiB 1 TECTyBaIb-
HUKIB O€3IEeKH.

OTxe, MpoaHaTI3yBaBIIA OMKCAaH1
BUIIIC CKaHEPHU BPa3IMBOCTEH, MOXKHA
3pOOWTH BHCHOBOK, IO KOXXEH 13 HHUX
Mae meBH1 QYHKIIOHATBHI 0COOIMBOCTI,
3aJIOKHO BiJ] SKMX IX MOYXHa BHKOpPHC-
TOBYBATH JUTSI KOHKPETHHX TTOCTABICHHX
3anmau. Tak, Nmap ckanye TOCTYIHI XOC-

TH 3 METOI0 BU3HAYEHHS iXHIX Xapak-
TepucTuk; ckanep Nessus Professional
NPAITIOE 3 PETYISIPHO OHOBJICHOIO 023010
Bpa3JIMBOCTEH Ta OIIHIOE KOH(Iryparii
CHUCTEM 1 MepeX; ckaHep Acunetix aHa-
Ji3ye Bpa3IUBOCTI BeOI0aTKIB, a Alrc-
rack-ng 3miiicHIOE TeCTyBaHHS Ha HaJIiii-
HicTh mapodiB. HaBite aHamiz ocoOiu-
BOCTEH POOOTH HEBEIUKOI KIJTBKOCTI T10-
NYJSIPHUX CKaHEPIB ypa3IHMBOCTEH MOKa-
3y€, HACKITBKH BOKIIMBO 3HATH, JIJIST STIKMX
notped CIiJi BUKOPHCTOBYBATH TIEBHHI
IHCTPYMEHT CKaHyBaHHSI.
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’_— root%® kali)-[/home/kali

# iwconfig

1o no wireless extensions.
no wireless extensions.

unassociated ESSID:""

Mode:Monitor Frequency=2.417 GHz

Sensitivity:0/0
Retry:off  RTS thrioff
Encryption key:off
Power Management:off

Nickname:"<WIFIQREALTEK>"
Access Point: Not-Associated

Fragment thr:off

Link Quality:@ Signal level:@ Noise level:0
Rx invalid nwid:@ Rx invalid crypt:@ Rx invalid frag:0

Tx excessive retries:® Invalid misc:0

[:f(root@)kali)-[/home/kali]
# airmon-ng start wlan@

PHY Interface Driver

phy0 wland 88XXau

pter

Missed beacon:0

Chipset

Realtek Semiconductor Corp. RTL8812AU 8062.11a/b/

(mac80211 monitor mode already enabled for [phy@lwlan® on [phy0]10)

Pucynox 5 — Ilpuxnad pobomu cxanepa spaziusocmeii Aircrack-ng

BucHoBku. Y miporieci 10CTiKeH-
HS BU3HAYEHO 0COOJIMBOCTI poOOTH Haii-
MOMYJISIPHIIIUX CKaHEPIB ypa3IMBOCTEH
Nmap, Nessus Professional, Acunetix
1 Aircrack-ng Ta ixHi QyHKIIOHATbHI
0COOIMBOCTI JJIsl BAKOPUCTAHHSI y 3aX0-
nax 3 opranizaiii kibepoesnexku. 3okpe-
Ma TiepeBaraMu BUKOPHCTaHHS CKaHEpiB
Ypa3auBOCTEH € MOXJIMBICTH 1AeHTH(I-
Karlii Ta YCyYHEHHsI BPa3JIMBOCTI Ha paH-
HBbOMY eTalli, 3a0e3MeUeHHs] HaJIeKHOI
Oe3IeKku JaHUuX 1 YHUKHEHHS BHUTOKIB,
MIIBUIICHHS] €(DEKTUBHOCTI yNpaBIIiHHSI
0e3IeKor0 Yepe3 aBTOMATHU3AIIII0 TTPOIIe-
CiB CKaHyBaHHS Ta 3BITHOCTI, MIATpH-
MaHHsI BIJIMOBIHOCTI CTaHmapTam 0e3-
MEeKW W 3HMKEHHS PU3HKIB 300iB y po-
6oti cucreM. CkaHepH Bpas3IMBOCTEH —
116 BaXJIMBA CKJIaJIoBa cTpaTerii kidep-
Oe3neky, sika JoroMarae 30epiraTH ijic-

HICTB 1 0€31eKY CHCTEM, 3HIDKYIOUN PU3HU-
KH, TTOB’s13aH1 3 KiOep3arpo3aMu.
Henonikamu pobotu ckaHepiB ypasz-
JIUBOCTEH € Te, IO JJIA IXHhO1 e(hEeKTHB-
HOI poOOTH TOBUHHI PETyJsipHO OHOB-
moBaThca 0a3uW JaHUX Ypas3JIUBOCTEH,
OCKIJIbKH B pa3i BIZICYTHOCTI aKTyaJIbHUX
OHOBJICHb CKaHEpP MOXE MPOMYCTUTH
HOBI 3arpo3u. Skio koH}iryparis Mepe-
X1 a00 TTporpamMHOro 3a0e3nevYeHHs 3Mi-
HUJIacsl TMicHs CKaHyBaHHS, 1LI€ MOXe
MIPU3BECTHU JI0 HOBUX ypa3IUBOCTEH, SIK1
CKaHEp HE BUSBHTH, OCKUIbKH BIH TIpa-
LIOBAaTUME 3a 3acTapUIMMM HaJallTy-
BaHHsAMHM. CKaHyBaHHS BpPa3JIUBOCTEH
MOXe OyTH BUKOPHCTaHE HE TIIBKH JUIS
MiABHINCHHS O€3MeKku, ajie W 3JIOBMMC-
HUKaMH U1 TOUIYKY Bpa3iIUBOCTEH.
SAxio ckanep Mae Bpa3IMBOCTI abo He-
JOCTaTHHO 3aXUIIEHUN JOCTYI 0 CHC-
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Dopmu, memoou i 3acoou 6uA6/1eHHA, OUIHIOBAHHA
[ NPOZHO3YBAHHA 34203 IHPopmauiiiniil Oe3neyi YKpainu

TEMH, 1€ MOXJIMBHI HECaHKI1OHOBa-
HUW gocTyn abo araka. Takox Oararo
CyJacHUX CKaHEpiB Ypas3JIMBOCTEH MO-
KyTb OYTH JOpPOTUMH y NpHAOaHHI Ta

o0cIyroByBaHHi, a iXHE €()EKTUBHE BH-
KOPUCTaHHA MOTpelye crerianizoBaHux
3HaHb 1 HABUYOK.
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VULNERABILITY SCANNERS AND THEIR ROLE
IN CYBERSECURITY MEASURES

The article provides a description and analysis of the functional characteristics of
popular vulnerability scanners to ensure their correct application for the early detection of
threats and the implementation of measures to eliminate vulnerabilities before they lead to
serious consequences. Vulnerability scanners allow for identifying potential weaknesses in
software, server configurations, networks, and other components of IT infrastructure. Today,
there is a wide variety of vulnerability scanners, but not all of them are used for the same
purposes. Therefore, before applying a scanner of a certain type, it is necessary to study the
specifics of its operation, identify the specific data protection areas targeted by the scanner’s
functional features, and determine whether this tool is suitable for the assigned task in the
field of cybersecurity.

This article focuses on the study of the operational features of vulnerability scanners
such as Nmap, Nessus Professional, Acunetix, and Aircrack-ng, as vulnerability scanners are
an important component of a cybersecurity strategy that helps maintain the integrity and
security of systems.

Key words: cybersecurity, cyber threats, vulnerability scanners, system and network
vulnerabilities, vulnerability remediation.
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