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METHODS AND TOOLS FOR ASSESSING THE LEVEL OF NOISE IMMUNITY OF
WIRELESS COMMUNICATION CHANNELS

The subject of this article is the process of increasing the noise immunityof wireless channels in the construction or operation of
modern digital communication systems (DCS), when the transmission of digital information significantly complicates the presence of
interference and distortion in the communication channel. The aim is analysis and development of methods for ensuring stable and
reliable operation of ultra-wideband wireless communication system in the conditions of interference and distortion of information in
wireless communication channels. The task is creation and implementation of practical recommendations for improving the level of
secrecy and quality of information circulating in the communication channel; development of criteria for quality, information
efficiency and noise immunityof DCS wireless communication channels in the conditions of interference of natural and artificial
origin. The methods used: methods of analytical modeling and the theory of potential noise immunity. The following results were
obtained. The feasibility of assessing the DCS efficiency by two indicators - energy and frequency efficiency, which are the
components that make up the overall integral indicator of informational efficiency was shown. It was proposed to evaluate the DCS
efficiency by comparing the indicators of informational efficiency of the inverse and reference systems, using the Shannon limit as an
ideal ratio of energy and frequency efficiency. On the basis of the theory of potential noise immunity it was shown that it is possible
to operate wireless communication channels in conditions when the level of information signal and noise have the same value.
Conclusions. It is shown that the use of the technology of supersmooth signals allows to carry out wireless redundant transmission of
information with low impromptu capacity. Moreover, the efficiency of digital communication systems significantly increases due to
the creation of an ensemble of complex signals through one-time encoding and modulation, which expands its information base,
ensuring coverage and energy efficiency in a double symmetric channel. This enables the fullest possible utilization of the channel's
Shannon capacity with high integrity of information transfer without a significant increase in the signal-to-noise ratio at the receiver's
input. An integral indicator of informational efficiency of the wireless DCS communication channel is provided. It enables real-time
integral assessment of link quality and optimal routing in a mobile peer-to-peer network — MANET.
Keywords: Information effectiveness; noise protection; noise immunity; concealment; communication channel.

Introduction capacity in software-reconfigured networks [9] should be
improved to increase reliability of communication and
handlers between devices and equipment. Due to the high

mobility the information delay increases, wireless

The amount of information is increasing every year,
the range of communication is increasing, and the

requirements for information quality are becoming higher.
Wireless transmission is severely hampered by the
presence of obstacles and spoils in the communication
channel [1 - 3]. Wireless networks of the next generation
are becoming extremely brittle and multifaceted. The use
of unmanned aerial vehicle as air base stations of mobile
communication makes it possible to support data
transmission with high speed for users, in the absence of
typical cellular infrastructure [4, 5]. However, the use of
these mobile devices, which move in a dynamic space,
significantly complicates the problems of mobility, since
the relocation to a new location leads to the possible
disconnection of the current users. The lack of
infrastructure is the main characteristic of mobile peer-to-
peer networks - MANET. Therefore, mobile devices that
are part of a peer-to-peer network must be able to
communicate with one another, acting as routers. They
move in space unnecessarily, changing the topology of the
network, which requires constant adaptation and
reconfiguration of routes, so that the devices will be able
to interact with each other. At the same time, a reliable
stable connection between devices should be ensured in
real time to maintain the appropriate level of service
quality and interoperability, reducing delays in data
delivery between mobile devices. In view of these
requirements, there are methods for controlling the
parameters of information and telecommunication
networks of critical use [6], re-routing of base stations in
mobile communication networks [7], re-routing of data
traffic in infocommunication networks [8] and throughput

communication deteriorates, which causes difficulties in
maintaining communication channels of higher quality.
Thus, to determine the current optimal topology of the
network and quality link channels, an integral indicator of
informational efficiency should be developed, which will
reduce the time of making an optimal decision. Under
these conditions, the problem of increasing noise
immunity and efficiency of communication channels
becomes one of the most important problems of current
wireless communication theory and technology in the
construction and operation of modern DCS.

Quiality indicators of wireless mobile communication
channels

Under conditions of constant growth of demand in
communication services and severe limitation of
frequency resource there is a need for more efficient use
of it. In this case the combination of transmitter, receiver
and communication lines creates a communication
channel. As the noise immunity of communication
channels characterizes the ability of the system to ensure
the transmission of messages with a given quality under
conditions of natural and piecemeal interferences, it also
characterizes its ability to resist the means of radio-
electronic suppression. Therefore, the noise immunity of
communication channels should be considered as the
summation of two components — noise immunity and
concealment. We understand the channel concealment as
its energy concealment, including the ability to store the
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fact of information transmission, structural concealment of

the signal and the way of its encoding. Since these
properties and factors are of an accidental nature, noise
immunity and concealment must be defined by the same
criteria. When a channel does not have the property of
probability or noise immunity, it does not have the
property of protection. Thus, noise immunity of a channel
is defined by two channel properties — concealment and
noise immunity.

The quality of operation of digital communication
systems is characterized by a set of indicators, of which
the main ones are the accuracy of renewal of messages,
noise immunity, speed, throughput capacity, range of
operation, the level of electromagnetic coupling and
others. The sum of system quality indicators is recorded in
the form of a vector:

Q = (Qlinl"'iQn)-

The comparison of systems according to these
indicators allows to identify the highest quality system,
which corresponds to the highest / lowest value of a
certain function of partial quality indicators.

Q = ¢(Q1!Q2i"'lQn) .

Thus, the value Q is the efficiency or a generalized
indicator of the system's performance, and
0(Q,,Q,,...,Q,) is the objective function of the system.

However, such a large set of indicators does not allow us
to selectively choose the most efficient variant. Therefore,
we should develop a universal integral indicator of binary
communication channel quality assessment for its use both
at the stage of development and at the stage of DCS
operation.

The main structural element of DCS is the
communication channel. The maximum efficiency of the
channel occurs when the information signal meets the
requirements of the communication channel in the best
way. Based on the analysis of communication systems
[10 — 11], the main indicator of the quality is acceptable to
take the authenticity of transmitted information. For this
purpose the error coefficient Pe is often used — the
probability of error during the transmission of a unit of
information:

q

T u? . .
where: Q(X) = | —==exp| —— |du is a Gaussian error
o= gl -5

probability integral.
Another indicator of quality is the signal-to-noise

ratio g, = % , Which relates the energy of the signal (bit)
0

E, to the spectral intensity of the noise N, .

When assessing the quality of the transmitted
information, the following parameters are often used:
P, — the probability of error and the signal/noise ratio q,,

which is due to their unambiguous mutual dependence for
a particular DCS. The strength of the signal and the
bandwidth (signal base) are the main resources that are
expended on information transfer. Therefore, it is
reasonable to reduce the level of information signal at the
input of the receiver to the noise level in order to ensure a
smooth and fault-free operation. This determines the
appropriate level of reception and noise immunity of
wireless communication channels (fig. 1).

z\._ ~ _E ;..::"-.._
0,1 NN AN D~
-“\ -‘\ “‘\ E!“ ‘:‘!"\_
N M <
2
0.01 A A as =
1 ~ = Y
\ " ) .
Pﬂ.lnx I(,--" \_ b \ 3 “-
-“ -= -- “‘
1 a kY %
\ x ~Sen
4
10 : %
\ '5.
| (—
5 5 \
10° \ =
L} = —
| | : h
0% \ \ b
20 -15 -10 <5 0 5 10

Signal/noise ratio, dB

Fig. 1. The dependence of the probability of the error rate P on the signal-to-noise ratio at different signal bases: (1-B=50; 2-B=100;

3-B=200; 4-B=500; 5-B=1000).
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Characteristics analysis has shown that at a high
signal base B > 300, when the intensity of the received
signals is lower than the level of impairment, information
transfer is carried out with a breakeven of less than 10-6,
which characterizes its high probability of reliability. For
digital double-beam signals the reliability of the received
information is increased by 10 - 20 dB at low
(-3, ..., - 5 dB) signal/noise ratios by increasing the basis
of the information signal [12, 13]. The use of orthogonal
functions as channel signals is due to the fact that the
separation of these signals is performed without
degradation of the signal/noise ratio.

Extension of information base is most effectively
realized through creation of complex signal ensemble by
means of its one-time coding and modulation [14], which
allows the most complete use of the channel's bandwidth
with high authenticity of information transmission without
a significant increase in signal/noise at the receiver's input

When a complex signal is used, when a bit of
information is transmitted during the period T, by a

binary numeric sequence function, its base is defined by
the following relationship:

BS :V
z-S

where 7, is a duration of the elementary symbol (chip) of

the numerical sequence.

Thus, increasing the signal base while preserving the
speed of information transmission is possible by reducing
the duration of the chip z.

At the same time, the wide frequency band and ultra-
short duration of the chips make increased demands on the
accuracy of synchronization. Information signals and
synchronization signals are at the same energy level, and
the spectral density of all channels is at the noise level, so
the system is significantly degraded by the values of the
probability of bit error. Thus, the simultaneous coding,
synchronization and modulation of the information bit is
carried out, creating a complex signal-code structure. As a
result, an ensemble of the complex signal is formed,
where the information signal is isolated in time from the
reference one bit interval T,. The transmitter circuit

(fig. 2) uses a tripping commutator, which switches the
transmitter output directly to the LNS signal generator (G)
during the first half of the bit interval. Thus, during the

period of time T% the reference LNS signal is formed.

¢ 2| pE
— P2 G > DL
DL1 Z(t) I’l(l‘) Z(t)

| DL3 — y

F

«1» or «0x» — «1» or «0» >
Fig. 2. Scheme of formation an ensemble of complex LNS information signal
In the middle of the bit interval the commutator is communication channels at all stages of their

switched to one of the two possible positions, depending
on the flow of two-way bits "one" or "zero" from the
information source. Thus, the delay line DL1 ensures

delay of the signal x(t) by half of the bit interval T, 5

and delay lines DL2 and DL3 are backed indirectly to
form a stream of double bits "one" or "zero" As a result,
an ensemble of complex signals is formed, where the
information signal, separated in time from the reference
signal, and on one interval T, has the following form.

T
X(t),0<t<—;
(t) 5
T T
D=9X|t——=-T, |, =<t<T;
y(t) ( 2 oj >
x(t—I—le,IstsT
2 2

Thus, the use of LNS communication technology in
the timing of the synchronous pulse and information
signal allows to ensure that the requirements of noise
immunity, security and safety of wireless mobile

development, production and operation are guaranteed.

Due to the creation of complex signal-code
structures of information signal by a one-time use of
processes of coding and modulation receives a signal that
occupies a greater range of frequencies, and has
significantly less of its intensity in comparison with the
signal that is realized by their successive processes. This
allows for higher efficiency and energy gain. Spectrum
broadening results in the signal being distributed more
evenly and less narrowly in the specified range of the
spectrum. Thus, not only increases the noise immunity of
information, but also reduces the likelihood of its
overexposure due to the absence of a synchronized copy
of the broadening signal. Considering that the problem of
organization of high-quality mobile communication and
protection of information in wireless radio networks is to
reduce the level of backward electromagnetic
environment, the technology of Ultra-Wide band signals is
the most appropriate for its practical use. However, the
evaluation of the efficiency of these or other technological
solutions when implementing them in DCS requires the
use of certain evaluation criteria.
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Method for increasing the energy efficiency of digital
communication systems

Concealment of communication channels is
characterized by its energetic concealment, the
components of which are the processes of forming, coding
and modulation of information signal. However, the
universal indicator is the base of the information signal,
the value of which determines the level of availability of
the communication channel.

The main way to increase energy earliness of the
communication channel of the digital wireless system is to
decrease the signal/noise ratio at the output of the
correlation receiver. The dependence of the variability of
the hysteresis P on the signal-to-noise ratio at different
signal bases (fig. 1) leads to the tendency to the maximum
possible reduction of the signal power intensity to the
necessity of using the signal at the maximum base. The
dependence of the quality of information transmission on
the width of the signal spectrum leads to the fact that DCS
with complex signals considerably increases the s/n ratio
at high demands to the quality of information
transmission.

According to V.A. Kotelnikov's potential noise
immunity theory [15], the limit for the reduction of the
information signal level for all classes of receiver systems
without exception is the ratio of the subsurface energy of
the signal E to the spectral power density of noise N,

which is the value:

where: q, = is the ratio of the average signal power

%
oW

P, = % to the noise power R, = NW at the receiver

input, and B =WT is the signal basis.

In the systems of radio-electronic antidetection when
radio contamination of the communication channel is
carried out, first of all, the presence of corrupting signal is
detected. However, the intelligence receiver practically
does not detect the useful signal g, <1 when it is used.
This is due to the fact that its square detector further
reduces the useful signal that will be identified as
interference. The resulting signal/noise value at the output
of the receiver detector for a uniform spectral signal
strength is determined by the following ratio:

P
—= | =~55¢%,
( Pﬂ ]out qo

where: P, is a signal power, P, is a noise power.

At the same time, the following relationship will take
place for the values ¢, >1:

P
—= | =4,6q,.
[ Pﬂ ]out qo

Thus, at a weak signal in the intelligence receiver
there is a suppression of the useful signal by interference,
which significantly increases its energy concealment.

Method and criteria for evaluating the noise immunity
of the digital communication system

Noise immunity of the discrete communication
channel depends on the structure and type of signal and
interferences, their intensity, the structure of the channel
receiver, type of antennas, etc. However, if the optimal
signal reception is performed against the background of
the own noise of the receiver, the noise immunity of signal
reception of any shape will be the same and will be
determined only by the signal energy and spectral noise
power, which is brought to the input of the receiver. DCS
technical effect determines the amount and quality of
transmitted information for a certain period of time or per
unit of time, i.e. transmission rate R (bit/s) and the
probability of error P in the transmission of discrete
messages.

Indicators of energy ﬂ=% and frequency

S

R . . .
7:Fu efficiency, determine the consumption of these

S

resources. In these relations P, is a signal power, F, -
signal bandwidth, R, — transmission speed.

Combining these indicators, we get the integral
indicator of informational efficiency:

where C is a communication channel capacity.

It is the most general indicator, which determines the
technical efficiency of the system. Graphical dependence
for the channel efficiency is presented in coordinates S y
in fig. 2. It is a limit and mirrors the best exchange
between $ and y. In coordinates # and y, each variant of
the real system will be matched by the corresponding
point on the plane, which is located below the Shannon
limit dependence [16]. When comparing it with the ideal
system (Shannon's limit) the winnings will be negative. It
determines how close the inverse system is to the ideal
system.
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Fig. 3. Shannon’s limit
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The coefficients g and y can be calculated for most
real systems in order to compare them. Varying these
interrelated characteristics, there is a possibility to
estimate the degree of influence of characteristics of real
channels and non-ideality of parameters of transmission
and reception devices and to determine their optimum
correlation

/e
d 27 -1
Under the condition # = 1 we obtain the boundary
dependence between £ and y (Shannon limit), which
means that any radio channel will have poorer
characteristics of energy and frequency efficiency.
Channel throughput with additive Gaussian noise

(in bps).
C-= Iog(% +1j. (1)

In calculation per character (bits/countdown):

C, =0,5log(F% +1).

The channel capacity utilization coefficient
(informational efficiency) is entered as a summary
indicator of DCS technical efficiency.

f7=3=1—z, (2)

where: y =

(C-R)
C

According to (1) and (2)

= rlog(Z +1).

n 709(ﬁ+)

We take this function as a target and determine its
maximum value. The value 1) can be close to one, and the
error can be arbitrarily small. In real systems, the error
always has a finite value and # < 1. In these cases, £ and y
are determined separately and the dependences £ = 1 (y)
are constructed for p = const. It should be noted that in
digital binary communication systems, the coefficient y
can vary from 0 to log 2 = 0.3 dB, and the coefficient g

from 0 to i =1.44 dB.
In2

Digital communication systems are divided into two
groups. These are systems with high g but low y
efficiency. Digital communication systems belong to this
group, which must ensure the best possible use of the
signal power at a given accuracy of transmission. In
particular, this concerns space and satellite
communication systems. The other group includes
systems with high y, but low g — efficiency, which is
typical for the systems of conducting communication,
when it is necessary to obtain the best possible use of the
channel frequency smoothness at a given transmission
variability. Sometimes, a compromise solution should be

adopted, which allows to obtain simultaneously the values
of # and y of Diagram (fig. 3) to solve this problem. For
wireless communication channels the technical effect is
conveniently determined by the energy gain:

AB=p1fsmpuy =y add.,

where £ is an energy efficiency of the selected system;

ps is an energy efficiency of the basic (reference)
system. Thus, the obtained pgly-diagrams allow turning
DCS, which meet the specified requirements, or to
optimize for the coefficients of fand y.

Analysis

=1-n is aredundancy of the channel.

Analysis of the problem of ensuring noise immunity
and reliability of wireless communication channels has
shown that the main method of its solution is to reduce the
level of electromagnetic field impromptu. In the case
when the speed of information transmission is set
(Ru = const), it is possible to operate at a low signal/noise
ratio, which is a common problem in a faulty
communication system, only by decreasing the frequency
and energy efficiency. In this case, according to Shannon's
theorem, due to the appropriate coding the quality of
transmission of messages can be made as good as desired.
On the basis of the theory of potential noise immunity
Kotelnikov V.A. shows the possibility of the established
and warrantless operation of wireless digital
communication system in conditions where the level of
information signal and noise have the same value. The
possibility of separating the transmitted information signal
from the noise by correlation of the received and reference
signals is shown.

Conclusions

To increase the energy capacity and noise immunity
of the communication channel, it is necessary to use the
transmission with the lowest possible quality indicator q, .

In this case, it is advisable to use highly directional
antennas with the smallest possible level of lateral
pendulums, as well as to use a nose signal with the highest
value of the signal base B>>1, using complex signals.

It is shown that the use of the technology of
supersmooth signals allows to carry out wireless
redundant transmission of information with low
impromptu capacity. Moreover, the efficiency of digital
communication systems significantly increases due to the
creation of an ensemble of complex signals through one-
time encoding and modulation, which expands its
information base, ensuring concealment and energy
efficiency in a dual symmetric channel. Diffusion in the
timing of the synchropulse and information signal within
the limits of the duration of the information beat allows
you to securely ensure the requirements of noise
immunity, prihovanovosti and safety of wireless
communication channels at all stages of their design,
manufacture and operation at the expense of transmission
of information signals with low impromptu power. Using
a large base signal makes it possible to ensure smooth and
seamless operation of the digital communication system
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under conditions where the level of information signal is  Communication Channel was provided. It enables real-
at or below the noise level. The Integral Indicator of time integral assessment of link quality and optimal
Informational Efficiency of Wireless DCS routing in a mobile peer-to-peer network - MANET.
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METO/H 1 3ACOBH OLIHKHU PIBHA 3ABAJIOCTIHKOCTI BE3IPOBITHUX
KAHAUJIIB 3B’A3KY

IIpenmeToM po3risimy CTATTi € MPOLECH MiABUINECHHS 3aBaJOCTIHKOCTI OE3NMPOBIMHMX KaHAIIB NpH MOOYMOBI UM EKCILTyaTaril
cyqacHnx Iudpoux cucreMm 3B’sa3ky (LIC3), komm mepenady nmdpooi iHopMamii CyTTEBO YCKIAJHIOE HasBHICTH 3aBajg Ta
CIIOTBOPEHb B KaHall 3B’s3ky. Mera — aHamiz Ta po3poOKa MeTo[iB 3a0e3NedeHHs YycTajleHol Ta HamiiHOI poOoTH
HaJIIMPOKOCMYTOBOI CHCTEMH Oe3MpOBIIHOTO 3B’S3Ky B YMOBax [il 3aBaJ Ta CHOTBOPEHb iH(opMarii B Oe3mpoBITHUX KaHaIax
3B’s3Ky. 3ajgaya — CTBOPEHHsS Ta BIPOBAKCHHSA NPAKTUYHHUX PEKOMEHIALil MO0 MOKPAIIEHHA PIBHSA NPHXOBAHOCTI 1 SIKOCTI
iHpopMarii, sKka HUPKYIIE B KaHami 3B’SI3Ky; po3poOKa KpHUTEpiiB sKocTi, iHpopMmamiiiHOi epeKTUBHOCTI Ta 3aBaJOCTIHKOCTI
Oe3mpoBigHuX KaHamiB 3B’sa3Ky LIC3 B ymoBax nii 3aBajg HpUpPOJHOTO Ta IITYYHOTO MOXOMKEHHS. BUKOpHCTaHi MeTOAM: METOIU
AQHATITUYHOTO MOJETIOBAHHS Ta Teopil MOTeHWiHHOi 3aBajgocTiiikocTi. OTpuMani HacTynHi pe3yabTtaTH. [lokazaHa AOLiTBHICTH
IIpoBeieHHs OUiHKH edektuBHOCTI [[C3 3a 1BOMA IMOKA3HUKAMM — €HEPreTUYHOI Ta 1 YaCTOTHOI €(PEKTHBHOCTI, SIKI € CKIaTOBUMH Ta
CTBOPIOIOTH 3arallbHUM IHTErpalbHHUN MOKa3HUK iH(popManiiHoi eeKTHBHOCTI. 3alPOIIOHOBAHO 3IIHCHIOBATH OLIHKY €()eKTHBHOCTI
LIC3 muaxoMm MOpIBHSHHS IIOKAa3HWKIB iHpOpManiiiHOl e(peKTUBHOCTI OOpaHOI Ta ETAJIOHHOI CHUCTEM, BHKOPHUCTOBYIOUH MEXY
IllenHOHAa 5K ieabHE CIHIBBiTHOLICHHS €HEPreTHYHOI Ta YacTOTHOI edekTHBHOCTI. Ha rpyHTI Teopii moTeHIianbpHOT 3aBagoCTiiikocTi
MOKa3aHa MOXKJIMBICTh YCTaJIEHOI Ta 0e33aBafoBOi poOOTH OE3MPOBIIHMUX KaHAJIB 3B’S3Ky B YMOBAxX, KOJU PiBE€Hb iH(POPMAIIITHOTO
CHTHAJy Ta IIYMy MalOTh OJHE 3HaucHHA. BucHOBKHM. IToka3aHO, 10 BUKOPHCTAHHS TEXHOJOTii HaJIIMPOKOCMYTOBHX CHIHAJiB
IO3BOJIIE  3AIHCHUTH O€3NMpOBiAHY MPHUXOBaHy IepeAady iHGopMmamii 3 MajJol IOTYKHICTIO BHUIpOMiHIOBaHHS. [Ipudomy
e(eKTHBHICTh IU(POBUX CHCTEM 3B’S3KY CYTTEBO 30UIBIIYETHCS 32 PAaXyHOK CTBOPEHHS aHCaMOIIO CKIaTHOTO CHUTHATY HUISIXOM
OJTHOYACHOTO KOIyBaHHS i MOJYJIALIi, IO po3mmproe Horo iHdopmariiiHy 06a3y, 3a0e3nedyloud NMPHUXOBaHICTH Ta EHEPreTUUHY
e(eKTHBHICTh y JBIIIKOBOMY CHMeTpHYHOMY KaHaimi. Lle 103BoJsie HalOLNBII MOBHO BHKOPHCTOBYBATH IICHHOHIBCHKY HPOITYCKHY
3[aTHICTh KaHATy 3 BUCOKOIO JTOCTOBIPHICTIO mepenadi iHdopmarii 6e3 CyTTeBOTO IMiIBHIICHHS BiJHOIICHHS CHUTHAI/IIYM Ha BXOII
npuiiMaya. 3amporOHOBAHO IHTErpaJbHUM IOKAa3HHWK iH(popMauiiiHoi edexTnBHOCTI Oe3mpoBimHoro kanamy 3B’s3ky 1[C3. Bin
JIO3BOJIIE Y PEXHMi peajbHOrO Yacy 3IIHCHIOBATH IHTETpajbHY OLIHKY SKOCTI KaHaly 3B’A3KYy Ta BHUKOHYBATH ONTHUMAJIbHY
MapuIpyTH3alio B MOOiIbHIN ogHOpaHroBiii Mepexi — MANET.
Kurouosi ciioBa: iHpopmariiina eeKTHBHICTD; 3aBaI03aXUILEHICTh; 3aBaJOCTIHKICTh; IPUXOBAHICTh; KAHAI 3B’ SI3KY.

METO/IbI 1 CPEJICTBA OLIEHKH YPOBHSA IOMEXOYCTOHUYABOCTH
BECITPOBOJHBIX KAHAJIOB CBA3HU

IIpeqmeToM paccMOTpPEHHS CTaThbH SIBISIIOTCS IIPOIECCHI TIOBBIMICHHS ITOMEXOYCTOIUYMBOCTH OECHpPOBOJHBIX KaHAJIOB IIPH
MOCTPOCHUH WM JKCIUTyaTallud COBpeMEHHBIX Im@poBeix cucteM cBsizu (L[C3), korma mnepemauy umdpoBoil uHbOpMALUU
CYIIECTBEHHO YCIIOXHSET HaJW4ue NMOMeX M HCKaXeHHil B kaHaie cBs3u. Lleqb — aHamu3 M pa3paboTka METOOB oOecredeHHs
YCTOMYMBOH M HaJEXKHOH pabOTHl CBEPXIIUPOKONOJOCHON CHCTEMBI OECIPOBOAHON CBSI3M B YCIOBHSIX IOMEX W HCKaXeHHI
nHdopmarmy B OecripoBOIHBIX KaHalaxX CBSA3M. 3afada — CO3/JaHHE M BHEJPEHUE MPAKTHUECKUX PEKOMEHIALUH IO yIy4lICHHIO
YPOBHSI CKPBITHOCTH UM KadecTBa WH(OpPMAIWM, IUPKYIUPYIOIIEH B KaHale CBA3M; pa3pabOTKa KPUTEPHUEB KadecTBna,
WHPOPMAIIOHHON 3(PPEKTUBHOCTH M TMOMEXOYCTOHYMBOCTH OECHpOBOAHBIX KaHaioB cBs3M L[C3 B ycioBWsX neiicTBUS moMex
€CTECTBEHHOTO M HCKYCCTBEHHOTO MPOUCXOXKAEHHMS. VICIomb3yeMble MeTOo/bl: METOIb! aHATHUTHIECKOTO MOAEIUPOBAHNS U TEOPUH
MOTEHIMAIBHOW MOMEX0yCTOHIHMBOCTH. [lomydeHsl ciemyromue pe3yabTaThl. [lokazaHa IenecooOpa3sHOCTh NPOBEACHHS OLEHKU
s¢dexrrBHOCTH LIC3 MO ABYM mMOKa3aTeNsIM — SHEPTETUUECKOH M YaCTOTHOM 3((HEKTUBHOCTH, KOTOPBIE SIBISIOTCS COCTABISIOIINMU
W CO3JAI0T O0IINit MHTErpaNIbHBIN MTOKa3aTess nHpopMarroHHOH s dextrBHOCTH. [IpemioxkeHo oneHky a¢dexrruBHocTr L[C3 myTem
CpaBHEHHMs ToKa3arened MHGOPMAIMOHHOH 3P PEeKTUBHOCTH BHIOPaHHOW M 3TaJOHHOW CHCTEM, HMCMOJb3ys rpanuiy lllenHoHa kak
H/ieaJIbHOE COOTHOILCHUE YHEPreTHYECKOH U 4acTOTHOI 3¢ dexTuBHOCTH. Ha OCHOBE TeOpHU MOTEHINATIBHON ITOMEX0YCTOHYNBOCTH
MOKa3aHa BO3MOXKHOCTH YCTAHOBHBIIEIiCS M OecrioMexoBoil paboThl GeCHpOBOJHBIX KAaHAJIOB CBS3M B YCIIOBHSX, KOTAA YPOBEHb
WH(QOPMAIIMOHHOTO CHTHajJla ¥ ITyMa HWMEIOT OAHO 3HadeHHe. BpiBoabl. [loka3aHO, 4YTO HCMONB30BAaHME TEXHOJIOTHH
CBEPXIIUPOKOIIOIOCHBIX CUTHAIOB TTO3BOJISIET OCYIIECTBHTH OECIIPOBOIHYIO CKPBITYIO Tepefady HHPOPMAIUH ¢ MAJIOH MOIIHOCTBIO
n3mydenus. [IpraeM 3¢ dexkTHBHOCTS TM(PPOBEIX CUCTEM CBSI3U CYIIECTBEHHO YBEIMIMBACTCS 3a CUET CO3JaHUs aHCAMOJIS CIIOXKHOTO
CHTHaNA IyTeM OJHOBPEMEHHOTO KOAMPOBAHUS M MOMYJISIIIUH, UYTO PacHIUpseT ero MHPOPMAMOHHYIO 06a3y, oOecrieunBast CKPHITOCTh
U DHEPreTHYecKylo 3(Q(EKTHBHOCTh B JBOMYHOM CHMMETPUYHOM KaHaie. JTO MO3BOJSIET Haubosiee IOJHO HCIIOIb30BATh
[1IeHHOHOBCKYIO IPOMYCKHYIO CIIOCOOHOCTb KaHalla C BBICOKOH JOCTOBEPHOCTBIO Iepenaud MHGOpMaluu 0e3 CyLIeCTBEHHOTO
HOBBILICHUS] OTHOLICHHS CHUTHAN/IIyM Ha BXOJE MpPUEMHHKA. [Ipeayio)keH WHTErpalbHbIA IOKa3aTenb WH(OPMAIMOHHOI
s dexTrBHOCTH GecnipoBoaHoro kanana cBs3u [JOC. OH HO3BONSET B PEXHME PEalbHOTO BPEMEHH MPOM3BOJHUTH HHTETPATIBbHYIO
OIIEHKY KauecTBa KaHaJa CBS3U U BHINOIHATH ONTHMATIBbHYIO MapIIpyTH3anuio B MOOMIBHON ofHOpanroBoit cetn — MANET.

KnioueBbie cioBa: mHGOpManuoHHAS >(PPEKTHBHOCTD; MOMEXO3AMINIIEHHOCTh; MOMEX0YCTOHYNBOCTh; CKPBITHOCTD; KaHAI
CBSI3ML.
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